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Executive Summary

Net Neutrality (NN) remains as one of the most debated internet governance topics. This is because laws and regulations governing the NN principle have a tremendous impact on the end-users, fundamental rights, as well as fair competition, therefore, calling for a careful consideration of what challenges the internet actors face and how their rights should be preserved. Due to carrying pivotal importance for both enhancing the rights of end-users and fostering fair digital economy, NN debates require urgent attention from relevant Turkish Authorities. Currently, Turkey does not have a clear stance on NN, which created a legal gap and lead to applications that are far from being best practices. Therefore, the “Net Neutrality, Turkey and Beyond: A Road Map for Net Neutrality Regulation in Turkey” Report (Report) is intended as a roadmap for Turkish Regulators, analyzing the existing NN ecosystem particularly within the EU and US, comparing and contrasting NN best practices and applications that may pose some risks to various internet actors. It is also intended as a resource for those interested in the NN research in general, outlining why they should be concerned about the lack of NN regulations in Turkey. What follows translates between different approaches to NN by reframing the possible scenarios for relevant Turkish Authorities.

This Report is prepared by the collaboration of lawyers, technologists, academic scholars, and experts in the field who worked together to analyze the most debated NN topics with a 360-degree view and draw a transparent and well-rounded roadmap for Turkey’s journey in factual and evidence-based policymaking process regarding NN. Data gathering and analysis are conducted through carefully investigating various regulations, policies, academic papers, international reports, case studies, and through reviewing interviews of relevant experts. Main themes the Report focuses are the relationship between NN and, connectivity and access; NN principles, exemptions, and the relationship between NN and zero-rating programs; regulatory approach of different countries to NN; reflections of international organizations; and finally, the impact of NN and network bias on internet actors.

As a starting point, connectivity and access remain as a primary element in the NN ecosystem due to being related to notions such as adequate internet infrastructure, affordability, and digital
literacy. In other words, without proper internet infrastructure that is affordable to literate end-users, debates around NN may lose its priority since end-users may not have the necessary means for accessing the internet. Therefore, any debate on how NN should be regulated must start with addressing the strengths and weaknesses in the internet infrastructure from both social and technical perspectives. Later on, the principles of NN provide a clear guideline on how the NN ecosystem should be constructed in a way that adheres to technology neutrality, transparency, non-discrimination, non-blocking, non-throttling, and non-prioritization. All of these principles are equally important in achieving the core purposes of NN, however, in some instances, they may be interpreted in different ways in various geographies. These principles are framed in-depth particularly by the European Union’s Open Internet Regulation (Regulation), which oversights NN rules in the EU. This Regulation also sets forth exemptions to these principles that are applied under strict conditions which include compliance with legal obligations, integrity and security of the network, and congestion management in exceptional and temporary situations.

The Report later moves on to analyze the relationship between NN principles and the implementation of zero-rating programs. This relationship remains as one of the most controversial issues. Overall, this practice has the potential to yield both positive and negative outcomes, which differ on a case-by-case basis and require questioning which services are chosen to be offered free of charge, in what capacity, to whom, and whether these programs adhere to NN principles. The delicacy of this relationship requires a deeper understanding of the impact of these programs on NN, possible opportunities and drawbacks introduced by zero-rating offerings, and finally the differing regulatory approaches to these offerings. One of the NN principles that may be undermined significantly by the improper implementation of zero-rating programs is the principle of non-discrimination. Apart from the non-discrimination principle of NN, when applied improperly, zero-rating programs carry the potential of degrading the relevant principles that are core to the NN. On the other hand, when offered on a non-exclusive, independent and non-affiliated, and transparent basis, they have the potential to enhance digital access, allow low-income users to have continuous connectivity, and digital inclusion. Different regulatory bodies have a different approach in regulation zero-rating programs, but the general trend in the EU and the US is a case-by-case basis approach.
As an attempt to analyze the NN ecosystems in the EU and the US, the Report provides an overview of the regulatory approaches within these geographies, as well as provide a screenshot of the current situation in Turkey. The EU has clear regulations and procedures governing NN in place, most prominently the Open Internet Regulation that is enacted in 2015. As mentioned above, while drawing a detailed framework for NN principles, this Regulation has also been criticized for leaving too many loopholes to be exploited, such as the ability to offer priority to specialized services. Another criticism is about not providing a clear framework for zero-rating services and leaving its assessment to national regulatory authorities (NRAs). The Body of European Regulators for Electronic Communications (BEREC), which assists NRAs in implementing the Regulation has published a set of guidelines that sets forth in detail how the Regulation should be implemented. BEREC reviews each NRAs annual report on the implementation of and improvements in NN practices, however, NRAs often refrain from publishing these reports or do not follow the minimum requirements. On the other side of the Atlantic, in the US, NN has been an issue of conflict between network users and access providers for a long time and the tension is still there, if not intensified under the new presidential government. Overall, at the federal level, the US does not have a set of rules that preserves NN principles, on the contrary, the FCC believes that the internet is freer with the new FCC Order dated 2017. However, the Order has already received a high volume of controversy and lead to initiatives like the Save the Internet Act, and other proliferating state bills that contradict the Order. One example is a federal court of appeals’ decision, which upheld the FCC’s ability to repeal NN rules but decided that the FCC cannot prevent states from adopting their own rules. This rule provides a green light for states to have their own NN rules. Also, it is expected that the NN ecosystem may take a different route with the upcoming presidential elections, depending on the elected president’s view on NN.

In Turkey, there is no clear regulation or guidance in Turkish legislation concerning the principle of NN. We believe that Turkey should break its silence regarding NN and that a multi-stakeholder debate is initiated to determine Turkey’s strategic position in terms of NN, and that hopefully Turkey decides to align with the EU’s open internet regulations, on its path to EU harmonization and a digital single market, that one day would include Turkey. We believe that the reason why Turkey never attempted to regulate NN is there has not been sufficient demand from the Turkish public. Even if the Turkish ISPs’ practices or the public have not triggered the need to regulate
NN in Turkey, it is clear that demand and necessity, act as the driving forces for a regulatory authority to enact regulation in relation to responding to predominantly “contemporary” circumstances. However in terms of regulatory strategy, it should always be taken into consideration, the future, and especially the potential scenarios in which contemporary circumstances may promptly change and harm the values, which the Regulation was meant to protect, even before there is time to adjust the Regulation with respect to the recent developments. The need to regulate NN, which already actualized in the EU, will certainly reveal itself in Turkey, but not without potential harm to end-users or the market in general. Even though there are no alarming circumstances in Turkey, or any harm proven to have actualized due to the lack of NN regulation, there are certainly possible risks threatening the rights of end-users as well as openness and neutrality of the internet. Therefore, not regulating NN in Turkey may be considered as a decision of regulatory strategy, to bear any risks that may actualize by the virtue of the regulatory absence.

On the other hand, based on their respective roles either in shaping policies or setting the ground rules for internet infrastructure, international organizations have various approaches to the NN. Some of the organizations have an active role in the debates, such as the Internet Society initiating the NN Experts Roundtable that came up with a set of principles for the future NN legislations. Whereas, some of the organization such as The Internet Corporation for Assigned Names and Numbers (ICANN) remains passive due to their missions that stay on the technical side of the internet infrastructure. From the perspectives of other internet actors, NN introduces other various topics such as network bias, hurdles on fair competition, and the impacts on human rights.

The Report concludes that debates around NN are multifaceted, which also requires understanding the dynamics of notions such as fair competition, preferential treatment of specific content, assessment of market power, shortcomings of existing regulations, rights-based risk assessments, and many more. There are lessons to learn from existing approaches to NN. Turkey has the means to analyze particularly the regulations and best practices in the EU since the EU ecosystem provides a more user-centric approach that enhances the user rights and preserves the dynamic of fair competition.
1. **Introduction and the Workings of the Report**

This Report aims to provide a comprehensive understanding of the concepts of open internet and Net Neutrality (NN), while mapping both the historical developments and current arguments around the globe by looking into various jurisdictions, challenges, and responses to these issues. The main focus of the debates revolves around deciding whether broadband internet access market should be regulated under strict NN rules - imposing a total ban upon the contested practices of blocking, throttling and paid prioritization - or if a light-touch regulatory approach will better foster its dynamics. The main objective of this Report is to provide a roadmap for Turkey, a country that has no clear stance on NN, and for national regulators by discussing the state of the art regarding the users’ rights by looking into the impact of various approaches to NN on the users, as well as on the internet actors.

To comprehend the essence behind the current debates, after touching base on the importance of the connectivity and access in the internet ecosystem, this Report delves into the principles lying at the heart of NN. It approaches to these principles both from theoretical, legal, and practical perspectives by giving concrete examples of the varying approaches taken by different countries regarding the application and effectiveness of the core principles. These principles include but are not limited to transparency, non-throttling, non-prioritization and non-blocking as well as technological neutrality that is a key point for the administration of all governments and often implies a very significant impact on the public economy of the countries. There are also exemptions to these principles applied under strict conditions, which are compliance with legal obligations, integrity, and security of the network, and congestion management in exceptional and temporary situations. Through analyzing these principles and their exemptions, the Report lays out the backbone of NN and provides a clearer understanding of the reasons which various countries apply different approaches. Building on the NN principles, the Report then analyzes the impact of zero-rating programs on NN principles, users, and fair competition through looking into the approaches of the EU, US, and Turkey.

The Report then lays out the regulatory trends regarding NN in the EU, US, and Turkey. The EU has more neutral approaches in regulating NN due to its digital single market strategy adopted in
2015 that fosters notions such as open access, non-discriminatory applications, and advanced digital networks. Since 2015, the EU regulates NN clearly for the first time through various codes, most essentially, the Open Internet Regulation (EU Regulation 2015/2120) that safeguards equal and non-discriminatory treatment of traffic relating to the internet access services and relevant end-users’ rights. Whereas the US undergoes a different battle in NN, causing it to alter its approach in opposite directions since 2005. Most significantly, the trend of safeguarding NN principles in the US is modified by the FCC’s 2017 vote that let broadband providers to block or throttle content as they wish. This approach revoked FCC’s 2015 order on NN that prevented blocking and/or prioritization of any internet traffic. However, NN debates are still a hot topic in the US and various regulators push for a change. Then, in Turkey there are no clear regulations on NN, however, some of the applications of the Turkish Information and Communications Authority (“ICTA”) and provisions of ICTA’s related legislation (such as e-Communication Law, Access and Interconnection Regulation) point towards safeguarding some of the principles of NN. 2019-2023 Strategy Report of the ICTA aims to provide and develop effective and sustainable competition, eliminate anti-competitive or restrictive practices and applications of the ISPs. Given the legal gap that exists in Turkey as of now, a switch from a non-existing approach, in other words, a country that has no clear stance on NN to a country with a solid stance with clear laws and rules is needed. Finally, after mapping these countries’ approach to NN, the Report lays out the reflections of international organizations such as the Internet Society, the Internet Corporation for Assigned Names and Numbers, and the International Telecommunications Union to provide a multistakeholder understanding to NN debates.

This Report later builds on the above topics by addressing the importance of protecting end-users’ rights such as the right to access and distribute information and content, use and provide applications and services without discrimination, and use terminal equipment of their choice. The ongoing issues relating to NN are further addressed by looking into the effects of network bias on internet actors with a specific focus on the NN’s intersection with human rights. Currently, there is a push towards from end-users in making the private industry and governments to protect users and safeguard human rights by centering these notions at the heart of technology production and use. Therefore, by looking into the impact of various NN strategies have on these notions, the
Report aims to set forth the state of the art in protecting user rights and upholding fair competition rules for the internet actors.

Consequentially to the topics raised above, this Report takes a holistic approach and underscores the importance of the tangible impact NN has on matters such as investment and innovation, freedom of expression, competition, consumer protection, data protection and privacy. Overall, laws and regulations governing the issues around NN do not merely affect the internet actors, but also have a tremendous impact on the end-users, consumer welfare, and therefore calling for a careful consideration of what challenges they face and how their rights are affected. This Report looks into consumer welfare and evaluates zero-rating programs, emphasizing that some of such programs can have many benefits, e.g. when offered on a non-discriminatory basis and that they would promote consumers’ rights and therefore ultimately contributing to the enhancement of consumer welfare. Looking from an economic aspect that is highly interlinked with competition law perspective, debated challenges can be traced back to the varying perspectives of interest groups that generally run after the most advantageous scenarios for their business motives, interests, or power. This Report adopts a well-rounded approach and considers all these dynamics altogether aiming to help decision makers in framing effective regulations by providing information on where countries stand as to the politics of NN, and its impacts on human rights, the economy, and much more. Overall, the Report hopes to be a valuable asset for the possible approaches Turkey may adopt to ensure that the main theoretical framework promoting openness and non-discrimination are taken into account and that the rights and interests of consumers are not undermined. The findings of this Report support the view that it would be ideal for Turkey to adopt a regulation with clear exemptions that preserves the users’ rights, enhances the internet’s open nature, and allows fair competition. We believe this approach likely will be more beneficial for Turkey’s future NN regulatory directions. Accordingly, any attempt in drafting a new regulation along these lines may take the EU’s current regulations into account and build on top of its best practices. Through this way, Turkey can do better in applying more transparent rules that both protect the users and the economy while enhancing the internet’s open nature.
2. **Methodology of the Report**

This Report looks into different approaches to NN by comparing different geographies’ applications, as well as relevant international organizations policies with the purpose of drawing a road map for Turkey. By doing so, we analyzed academic papers, international conferences, national regulations, policies, books, blog posts of internet experts, reports of various NN working groups, decisions and opinions of the relevant authorities, and other country reports regarding NN. We also conducted unstructured interviews with various experts and officials, which are embedded into this Report under anonymity principles. Our research team consists of lawyers, technologists, academics, and experts in the field who worked together to analyze the issues around NN in a multidisciplinary approach by providing differing perspectives about the components and applications of NN. With this setting, we aim to tackle the most debated topics with a 360-degree view and draw a transparent and well-rounded roadmap for Turkey’s journey in factual and evidence-based policymaking process regarding NN.

3. **Connectivity and Access**

Connectivity and access are one of the most essential pillars for the digital transformation and the digital economy.\(^2\) Internet governance models that enhance connectivity and access principles also heighten the relevant actors’ participation in the digital economy. Internet connectivity and access may have different meanings for different geographies depending on different factors such as their political ecosystem, internet infrastructure, end-users’ literacy.\(^3\) Taking this a step further, even though connectivity and access often come across as a set of issues regarding internet infrastructure, it also has policy and social components in it. Furthermore, one country’s technical and political ecosystem around connectivity and access may also have various impact on the other


\(^3\) See ITU. 2019. “Economic Impact Of Broadband In Ldcs, Lldcs And SIDS An Empirical Study”. Thematic Reports. ITUPublications. https://www.itu.int/en/ITU-D/LDCs/Documents/2019/Economic-impact-of-broadband-in-LDCs,-LLDCs-and-SIDS.pdf. for a comprehensive research underscoring the importance of connectivity and technologies for different countries, specifically for vulnerable countries, for example, by stating that “A growing body of evidence indicates that broadband Internet, and information and communication technologies (ICT) in general, promote economic development. Given its potential applications in diverse sectors of the economy, investment in this technology is particularly important for vulnerable countries.”
countries due to the internet’s transnational nature. Following are some of the most common obstacles regarding connectivity and access in various geographies:

- Lack of interest in using the internet
- Affordability
- User capability and digital literacy
- Infrastructure (broadband access)
- Content blocking
- Political ecosystem

Connectivity and access remain as a significant hurdle for underdeveloped countries, indigenous communities, and people who live in rural areas. This is mainly because of the failure in providing the necessary infrastructure for internet access. Let alone fast and reliable broadband services, there are still many regions deprived of any sort of internet infrastructure. For instance, the Internet Society (ISOC) reported that the broadband access gap for indigenous people living in the United States (US) is notable, let alone the other geographies, which suffer from basic infrastructure.\(^4\) In the 21st century, where the discussions about whether the access to the internet should be considered as a fundamental right remain as a hot topic, the digital divide continues to grow due to the inadequacy in internet infrastructure.

In 2006, the United Nations (UN) released a non-binding resolution condemning international disruption of internet access by governments and stated that the offline human rights must also be protected online.\(^5\) Within this scope, the right to internet access (“right to broadband” or “freedom to connect”) argues that all people must be able to access the internet to exercise and enjoy their fundamental human rights, such as the right to freedom of expression, the right to development, and the right to freedom of assembly. Various countries have already adopted laws that bring the state into action in ensuring that internet access is available and not being unreasonably interrupted. These countries include Costa Rica, Estonia, Finland, France, Greece, and Spain. On the other


hand, in the EU, to create the most desired internet connectivity for the EU citizens, the EU published a list of initiatives and a comprehensive legislative framework in 2016. These include the Common EU Broadband for 2025, 5G Action Plan, Wifi4EU. With these legal frameworks, the EU hopes to achieve to make the EU at the forefront of internet connectivity.6

As to the relation between connectivity and access with NN, the Federal Ministry of Economic Affairs in Germany stated that “the core concepts of NN may inspire and inform policy initiative at higher layers of the internet value chain beyond the broadband infrastructure level”.7 Moreover, the Center in Regulation in Europe states that “the analysis of non-discriminatory access to platforms at higher layers of the internet value chain cannot merely rely on the insights of the net neutrality debate, but must look into the specifics of those markets.”8 The Center argues that the application of NN at the infrastructure layer was based on two notions which are (i) “access networks were perceived as market participants with market power and seen as critical intermediaries for users that wanted to access internet services and content”, and (ii) “the access to those gatekeeper intermediaries was viewed to be of special societal importance, because it allowed users to exercise their fundamental rights to access and distribute information, which enabled businesses to reach consumers and thus access was vital for competition and innovation.”9

Apart from these, In the . The next chapter addresses the relationship between open internet access and NN at a deeper level by analyzing its dynamics.

4. **Open Internet Access and Net Neutrality**

NN is the principle mandating that internet traffic be managed in a non-discriminatory fashion. Every government has a role to play in protecting the open Internet and ensuring that Internet users are able to access the content they want, when they want and with the speed they want. The Powell

---

8 *ibid*.
9 *ibid*. 
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Principles provide an important roadmap for Internet to follow. This roadmap allows users to have the freedom to access and convey content, freedom to use applications, freedom to attach personal devices, and freedom to obtain service plan information. Allowing open internet access through laws or regulations, end-users are granted directly applicable right to access and distribute the lawful content and services of their choice via their Internet access service. For example, in the EU, open internet access principle complementing the principle of non-discriminatory traffic management are protected through the Regulation on open Internet access. Put differently, the Regulation strengthens the idea that the internet traffic should be treated without discrimination, blocking, throttling or prioritization. In addition, the EU open internet access rules allow reasonable traffic management and, with the necessary safeguards, “specialized services” that will be further explained below. While supporting and enhancing the digital market strategy, the legal framework that supports open internet access creates the individual and enforceable right for end-users in the EU to access and distribute Internet content and services of their choice.

In order to ensure that the internet operates as an engine of innovation and it is used openly without any discriminatory obstacles, core rules should be set out to safeguard equal treatment of traffic when providing internet access services and protecting related end-users’ rights. In general, the principles should be made a priority and laws and regulations should target to safeguard end-users while at the same time to ensure the intrinsic nature – openness – of the Internet is not disrupted.

The following Chapter looks into these principles from an international window by analyzing how these principles are tackled by different countries and regulated in the relevant regulations, particularly the EU as well as US. Our analysis of these principles aims to reflect on the best practices regarding the application of these principles mainly addressing the EU Open Internet Regulation and BEREC Guidelines.

---


14 ibid.
4.1. **Principles**

To comprehend the essence behind the current debates rotating around NN and ultimately to provide a roadmap for Turkey, following the above explained the importance of the connectivity and access in the internet ecosystem, this Chapter delves into the principles lying at the heart of NN. Practices such as throttling, prioritization, and blocking that may be included in Internet Traffic Management Practices (ITMP) and the implementation of such traffic management strategies in principle conflicts with the NN. There are core principles that are of utmost importance in preventing the parties from using such practices, which may undermine the essences of NN. This is because these core principles play a crucial role in achieving the core purposes of NN and therefore protect an open, neutral, and non-discriminatory access to the internet. This Chapter approaches to these principles both from theoretical, legal, and practical perspectives by giving concrete examples of the varying approaches taken by different countries, where necessary, regarding the application and effectiveness of the core principles.

These principles include transparency, non-throttling, non-prioritization and non-blocking as well as technological neutrality that is a key point for the administration of all governments and often implies a very significant impact on the public economy of the countries. After presenting the definitions, scope and importance of these core principles, exemptions to these principles will be explained. These exemptions are applied under strict conditions, which are (i) compliance with legal obligations, (ii) integrity and security of the network, and (iii) congestion management in exceptional and temporary situations. Through explaining and analyzing these principles and their exemptions, this Chapter lays out the backbone of NN and provides a clearer understanding of the reasons which various countries apply different approaches which will be further elaborated in Chapter 5. We also aim to reflect on the state of the art in applying these principles with the hope that we provide a clear picture regarding the importance of each of these principles and the strict application of their exemptions.
4.1.1. Technology Neutrality

The term "technology neutrality" (or "technological neutrality") is a principle of good regulation in internet and telecoms regulations.\textsuperscript{15} Technology neutrality means that "the same regulatory principles should apply regardless of the technology used."\textsuperscript{16} OECD recognized technology neutrality as a core principle for internet policy in 2011.\textsuperscript{17} Technology neutrality has proven to be a widely recognized and prevalent principle, influencing many debates including those on convergence with broadcasting, voice over IP, universal service, spectrum allocation as well as NN.\textsuperscript{18} Technology neutrality has a wide scope of infusing legal regimes concerning other fields in addition to telecommunications including but not limited to those of governing surveillance, patents, and electronic signatures. In the context of NN, this principle requires a legal framework to set out measures that neither impose nor discriminate in favor of the use of a particular type of technology.\textsuperscript{19} A good example for this can be seen in the Regulation (EU) 2015/2120 of the European Parliament and of the Council of 25 November 2015\textsuperscript{20} (EU Open Internet Regulation) that explicitly recognizes the principle of technological neutrality’s importance, being one of the bedrock notions contributing to the main goal of setting out “common rules to safeguard equal and non-discriminatory treatment of traffic in the provision of internet access services and related end-users’ rights” and “to protect end-users and simultaneously to guarantee the continued functioning of the internet ecosystem as an engine of innovation”.\textsuperscript{21}


\textsuperscript{18} Chris Reed, Taking Sides on Technology Neutrality, 4 SCRIPT-ED 263, 264–65 (2007) (critiquing the narrow approach taken by many to technology neutrality).


Technology neutrality is important for many reasons and when this principle is in ambiguity concerning the extent of laws and regulations as applied to new technologies, and thus creates confusion for different stakeholders, entities may be reluctant to make investments or defer their investments. As a result, dynamics in the economy may change and businesses likely will be negatively affected. Overall, technology neutrality is an interconnected principle with other core principles and its adoption is important because it solidifies the application of the essences lying at the heart of the principle of NN, complementing other core principles enhancing the notion of “neutrality” in itself, with regard to rapidly changing technologies.

4.1.2. Transparency

In a complex system like the internet, to allow people to benefit from its openness, “it must be crystal clear what the practices of operators controlling the network mean for all users, including consumers”. Transparency plays a vital role in the successful application of NN rules protecting different stakeholders and achieving the protection of consumers’ rights. Also, while enhancing users’ rights at the same time transparency helps the online ecosystem maintain the internet's benefits arising from its open nature, fostering innovation, democratic participation and freedom of expression. For many, transparency is non-negotiable and even before the recent developments rotating around NN principle globally, transparency had a crucial place in numerous countries’ rules regarding NN. A strong framework would require a provision of strong transparency measures to ensure that consumers understand and get what they pay for. For instance, for many consumers, the lower internet speeds they get can be perplexing - taking into consideration what they have seen in the advertisement and what they have been promised before they made their decision about the service they opted. In such circumstances, customers may feel cheated. This is

---

why transparency is crucial for consumers in understanding the workings of the system and to be aware of the situation they find themselves in. More specifically, consumers should be clearly informed of the traffic management systems that are in place and should be able to choose their providers taking this into account. These are not topics up for discussion, but clear rules that are already agreed and adopted. Different stakeholders should be vigilant to ensure that they are correctly transposed and implemented by the states. Internet service providers (ISPs) should be required to give their customers detailed information about broadband prices, speeds and fees so that a country can be said to protect internet users efficiently, ensuring that they take informed decisions and act accordingly. There are many arguments rotating around the principle of transparency, for example, some opine that excluding the disclosure requirements would allow ISPs to save money that can then be used for broadband deployment. Nevertheless, consumer protection promoters criticizes this stance, deeming it a blatant attempt to weaken NN protections that open internet supporters believe are necessary for economic growth, innovation, civic empowerment, and freedom of expression.

Transparency in the context of the quality of the Internet access service and of any traffic management practices is a key prerequisite of the end users’ right and ability to choose between the different services existing in the market. The connection between transparency and NN was underscored when the European legal framework was revised, as it was decided that the right to choose the service and the provider that best fits end users’ needs and expectations is a right, which should be fully protected - principally via a transparency and accordingly a competitive market. Creating false expectations and not meeting them because of misrepresenting the details about the provided services to customers can be solved through enhancing transparency and setting out measures for it.

It is not surprising that transparency is key in Open Internet access regulation

27 An example for this can be found in “Study on the implementation of the open internet provisions of the Telecoms Single Market Regulation”, Bird & Bird, 2019, pg. 310 “RRT took a decision against AB Lietuvos radijo ir televizijos centras on 18 January 2017. A consumer complained about the quality of the provided IAS and demanded the termination of his contract. RRT established that in the area where the IAS was provided the average internet speed was considerably lower than the advertised maximum speed and only a little bit higher than the minimum advertised
and in the Body of European Regulators of Electronic Communications (BEREC)’s Guidelines transparency requirements are considered carefully and further information is provided regarding their scope and application. Both ISPs and NRAs have different responsibilities in ensuring transparency. For instance, it is necessary for NRAs to ensure that ISPs are complying with these transparency requirements. Thus, the Guidelines set off some examples of appropriate practices that ISPs are expected to follow to be able to make their information transparent. In considering whether a traffic management measure is reasonable, NRAs should assess whether the traffic management measure is transparent, non-discriminatory and proportionate. These are legal principles that are already used in everyday regulatory practice when applying EU law and respective national law.

Overall, transparency forms the backbone of the NN principle and bringing transparency requirements has a vital role in the effectiveness as well as application of the EU Open Internet Regulation. Introducing transparency requirements for ISPs, in other words, requiring ISPs to provide clear information about their internet access services, such as speeds, data caps, and any traffic management measures applied to their service, as well as explaining whether and how specialized services might have an impact on the internet access services provided, help the principle of transparency to be implemented and respected. In the EU Open Internet Regulation, in addition to provision of such information in general, ISPs are also required to provide this information in their contracts which aims to inform the public. An example for this can be the information published in marketing or on websites.

Finally, from the end users’ perspective, ensuring transparency is critical for maintaining open internet access. Users should be able to access transparent information about internet traffic management. The possibility for consumers to make informed choices and take informed decisions hinge on the provision of clear and accessible information about how internet traffic is managed.

---

28 e.g. it should be easily accessible, accurate, meaningful, and should enable comparison with other offers.
and the conditions and quality of connections. Furthermore, transparency also believed to underpin competitive broadband access markets. However, measures strengthening transparency will only have a limited impact unless they are combined with a robust and clear policy regarding internet traffic management.\textsuperscript{30} BEREC explicitly stated that, “even in the absence of competition problems, the widespread use of certain types of traffic management techniques could lead to changes in the Internet economy over time”.\textsuperscript{31} With regards to competition, although transparency is seen as a key feature for competition, it is also argued that transparency is not an absolute guarantee for effective competition; even in cases where there is competition “there still remains a possibility that the levels of quality of service offered by the market are considered insufficient with regards to the demands and expectations of end users and the wider society.”\textsuperscript{32} Therefore, in general, solely recognizing transparency’s role in a legal framework is not sufficient for the implementation and effectiveness purposes, an open and clear policy is also required.\textsuperscript{33}

4.1.3. Non-Discrimination

Non-discrimination means prohibiting discrimination and providing equal treatment, that equivalent conditions are applied in the same circumstances, in relation to interconnection and/or access, an obligation of non-discrimination ensures that an operator applies equivalent conditions in equivalent circumstances to other undertakings providing equivalent services and provides services and information to others under the same conditions and of the same quality as it provides for its own services or those of its subsidiaries or partners.\textsuperscript{34} Non-discrimination principle is vital for the purposes of equal treatment, NN, and open internet access. This is because, for example, in the absence of non-discrimination, internet broadband access providers may attempt to capture the consumer surplus that remains after uniform pricing.\textsuperscript{35} There are two reasons for this attempt. First,
even in an unconstrained monopoly situation, price discrimination, based on differences in the elasticity of demand, increases profits. Second, uniform regional pricing, discussed above, constrains carriers’ profits to duopoly levels, below the level that could be achieved through price discrimination.\(^{36}\) Furthermore, it should be noted that recognizing and respecting the non-discrimination principle are not sufficient in principle, it brings many other implementation measures and details with it. Non-discrimination is a general concept, however, its application and implementation merit specific and thorough considerations depending on the nature and type of discrimination in question (e.g. price discrimination). The European Parliament previously underscored the importance a non-discriminatory access in its report on platforms and the digital single market stating that “the need for net neutrality and fair and non-discriminatory access to online platforms as a prerequisite for innovation and a truly competitive market” in order to set the objective to achieve platforms that serve as “a gateway to a downstream market do not become gatekeepers“.\(^{37}\)

The notion of non-discrimination is among the backbone principles of NN since it aims to ensure that equivalent conditions are applied in the same circumstances. Overall, it implies to a non-discriminatory access to a gatekeeper’s resource in the internet, which has been at the heart of global policy considerations in the developments and discussions that took place in recent years. Internet’s benefits to the world are commonly agreed on, especially regarding the contribution it made to “growth and innovation in our economies – the low barriers to entry on the open platform of the internet have provided particularly fertile ground for new content and applications to develop, and for information to flow freely”.\(^{38}\) The principle of non-discrimination and the non-discriminatory feature of NN is strongly supporting the free expression and an open society.\(^{39}\) This is because a non-biased network allows the free flow of information as stated before; it is “a necessary condition for exercising freedom of expression on the Internet…”\(^{40}\) Respecting the

principle of non-discrimination means “to take affirmative action to ensure equality”\textsuperscript{41} as this principle aims to ensure equal treatment, promotes equal access to internet\textsuperscript{42}, complements other principles and rules adopted in the inner working of the NN framework, and pursues to make sure that the internet ecosystem maintains to flourish as an engine of innovation and freedom of expression.

4.1.4. **Non-Blocking**

Non-blocking means that the parties shall not block lawful content, applications, services, or non-harmful devices, subject to reasonable network management.\textsuperscript{43} Non-blocking is another rule on which NN rules should be guided on. Non-blocking is strongly interlinked with non-throttling, to be able to have an open internet ecosystem where there is no discrimination, and that providers of internet access are not subject where there are practices that block, slow, or degrade people’s ability to use, send, receive, or offer any lawful content, application, service, or non-harmful device of their choice on the internet.\textsuperscript{44} In the EU Open Internet Regulation, Article 3(3) bans blocking of access and restricts traffic management measures. Moreover, it also bans throttling and discrimination between content, applications, and services, subject to certain limited exceptions.\textsuperscript{45} Implementation of the non-blocking principle allows more freedom to consumers. More

\textsuperscript{45} Article 3(3) bans blocking, throttling and discrimination between content, applications and services, subject to certain limited exceptions. Traffic management, to optimise the quality of the services transmitted, is possible as long as it is reasonable. The third sub-paragraph lays down restrictive exceptions from the obligation not to engage in traffic management measures (and not to block, slow down, alter, restrict, interfere with, degrade or discriminate between specific content, applications or services) in order to comply with legislation, or to preserve the security of the networks or to prevent exceptional/temporary congestion management.
specifically, this principle enables consumers to benefit from access to websites and online services of their own choice.\(^46\)

Prior to the enactment of the EU Open Internet Regulation, end-users complained that Voice Over IP services (VoIP) (such as Skype and Telegram) were being blocked by internet service providers. According to the commercial developments of authorized services under Impact of Article 3(1) of the recently published Report from the Commission to the European Parliament and the Council on the implementation of the open internet access provisions of Regulation (EU) 2015/2120, VoIP services, in particular, are reported to have developed freely since the regulation entered into force and consumer associations have welcomed this as a clear success of the EU Open Internet Regulation. With regard to blocking, BEREC Guidelines also note that “Conducting traffic management measures in order to preserve the integrity and security of the network could basically consist of restricting connectivity or blocking of traffic to and from specific endpoints.”\(^47\)

However, it must be noted that such practices should be limited to instances such as blocking of IP addresses, or ranges of them, because they are well-known sources of attacks.

Issues concerning blocking have also appeared in several court decisions. An example concerning blocking can be seen in a case concerning TOR-Project website. In 2012, four British operators blocked access to the TOR-project website that offered privacy-enhancing technologies, whilst another mobile operator blocked access to the website of the advocacy group La Quadrature du Net.\(^48\) Such cases highlight the very concrete and factual threats that unregulated blocking and not adopting the principle of non-blocking may determine on freedom of communication and information. Also, non-blocking principle has an IP rights aspect that is addressed in many court decisions, for example, in Germany, the Federal Court of Justice ruled in 2015 that, in case it constitutes the only way to actively complete the infringement of rights on a website by a copyright holder, that website can be ordered to be blocked. If so, the copyright owner can request an ISP to


block that website subsequent to an evaluation of the circumstances of the case. A court has the right to intervene in case of a refusal by the provider. Due to the fact that blocking is seen as possible to overcome and thereby without effect, the ruling has been criticized. Since the kinox.to website was found to host content that was uploaded unlawfully, a Munich-based regional court ordered an injunction against Vodafone that compelled the internet provider to block the website in February 2018. Vodafone appealed this decision, which has been subject to criticism because it was found to be without effect and beyond proportion.\textsuperscript{49} On the other hand, in the US, the Federal Communications Commission's (FCC) Open Internet Order 2015 also recognizes non-blocking principle and further provide that “No blocking: ISPs shall not block lawful content, applications, services, or non-harmful devices, subject to reasonable network management.”\textsuperscript{50} Although countries can have different perspectives regarding the implementation of this principle, non-blocking is generally accepted as a core pillar of NN and is valued for enabling the freedom of the internet as an open platform also allows users to enjoy their fundamental right of freedom of expression.

\textbf{4.1.5. Non-Throttling}

Throttling is a technique employed to manage traffic and minimize congestion, may be used to degrade certain types of traffic and so affect the quality of content.\textsuperscript{51} The non-throttling principle, in other words, not allowing, or banning throttling is considered to be essential not only to satisfy the reasonable expectations of a customer who chooses a broadband service that creates expectations to access to all of the lawful content, but also “to avoid gamesmanship designed to avoid the no-blocking rule by”, for example, rendering an application effectively, but not technically, impracticable”.\textsuperscript{52} It prohibits the degrading of internet traffic based on source, destination, or content. To shed light in this context, it is noteworthy to state that the safeguards of the non-blocking and non-throttling rules are applicable in particular classes of applications, content and services as well as particular applications, content, and services. Moreover, it precisely bans conduct that singles out content competing with a broadband provider's business model.

\textsuperscript{50} Para. 15, Open Internet Order (2015).
\textsuperscript{52} \textit{ibid.}
Statements from how FCC describes the three threats to NN in its 'Protecting and Promoting the Open Internet' rules, namely throttling, blocking, and paid prioritization. Open Internet Order 2015 provides that “ISPs shall not impair or degrade lawful Internet traffic on the basis of Internet content, application, or service, or use of a non-harmful device, subject to reasonable network management”. In the EU legal framework, under the Regulation and BEREC Guidelines it is made clear that throttling is not allowed of internet traffic by Internet Service Providers (ISPs) is not allowed in the EU except the three exceptions, namely, compliance with legal obligations; integrity of the network; congestion management in exceptional and temporary situations.

An example for throttling practices is recently seen in the research conducted at Northeastern University and University of Massachusetts Amherst, where it was stated that more than 650,000 tests in the U.S. and found that from early 2018 to early 2019, AT&T Inc. throttled Netflix Inc.

Source: “Open Internet.” Digital Single Market - European Commission


54 Paras. 16–17, Open Internet Order (2015).

70% of the time and Google’s YouTube service 74% of the time.\textsuperscript{56} Such throttling practices affect the users’ experience in internet ecosystem and affect their daily lives and accordingly have an impact on the enjoyment of their right to access. Issues concerning throttling practices can be seen in numerous case law examples, one is Comcast Corp. v. FCC, 600 F.3d 642 (D.C. Cir. 2010) (“Comcast”), where, “petitioners filed suit against the company, seeking enjoinder of Comcast’s network management practices; Comcast throttled Petitioners’ access to certain P2P online content to an extreme low, making impracticable Petitioner’s ability to use P2P services”.\textsuperscript{57} As Belli points out throttling or prioritizing specific data flows, are not in line with the NN principle and have the potential “to unduly interfere with end-users’ enjoyment of their fundamental rights as well as to jeopardize the Internet’s fundamentally open architecture”.\textsuperscript{58}

Overall, throttling practices are against the openness and accessibility notions and also it could be derived that non-throttling principle works in line, similar to the above-explained non-blocking principle and constitute one of the core principles forming, enhancing the NN principle and valuing customers, end-users’ rights in the Internet ecosystem.

### 4.1.6. Non-Prioritization

Non prioritization requires that providers of internet access should not be permitted to enter into arrangements that provide certain content at faster speeds or require content providers to pay in order to provide a certain quality of service to end-users. All traffic has to be treated equally; in other words, there should be no prioritization of traffic in the internet access service.\textsuperscript{59} Traffic prioritization is different from the above explained blocking and throttling, this kind of technique gives preferential treatment to specific types of traffic such as through prioritizing time-sensitive applications, such as VoIP, or to guarantee quality of service of specific services. Violation of this

principle may occur when operators implement pay for-priority schemes, “allowing specific CAPs to purchase preferential treatment, or when operators deploy specialized services (such as IPTV or e-health services) with no separation from Internet access services”.\textsuperscript{60}

"Paid prioritization" refers to the management of a broadband provider's network to directly or indirectly favor some traffic over other traffic, including through the use of techniques such as traffic shaping, prioritization, resource reservation, or other forms of preferential traffic management, either (a) in exchange for consideration (monetary or otherwise) from a third party, or (b) to benefit an affiliated entity.\textsuperscript{61} Paid prioritization appears when a broadband provider accepts payment to manage its network in a way that benefits particular content, applications, services, or devices. When compared with the above explained principles, this one is different than non-blocking and non-throttling principles, since for these two there is no “reasonable network management” exception to the paid prioritization rule because paid prioritization is inherently a business practice rather than a network management practice.\textsuperscript{62}

It is believed that paid prioritization violates the NN principle since its discriminates against particular content, and therefore does not respect the equal treatment pillar of the NN as well.\textsuperscript{63} Thus, paid prioritization can be considered to be inconsistent with a NN regime in general and should be avoided; hence, by prohibiting such practices, democratic countries could show how they are committed to maintaining and protecting the NN as a legal norm and respect the openness of the internet.\textsuperscript{64}

There are several cases concerning prioritization both in commercial and non-commercial contexts, for example, in an Austrian case, the NRA reported a breach of Article 3(3) in relation to traffic management measures which were applied by the ISP “to enable the prioritization of a

\textsuperscript{60} ibid.
VoD service which was qualified as a specialized service by the NRA”. As the Study report points out this case when read in detail demonstrates once more the close relation between Article 3(3) and Article 3(5) especially with regard to specialized services by adding that “the prioritization of specialized services may lead to structural traffic management of other traffic”. Regarding the question whether this is allowed based on Article 3(3) shall depend on how these provisions are interpreted on the specific cases and facts at hand, nevertheless, it should be noted that any interpretation must be expected to be in line with both objectives of the Regulation: the protection of end-users and the aim that innovation should be enhanced and guaranteed.

4.2. **Exemptions**

This Chapter looks into the exemptions of NN principles. For this purpose, the below sub-chapters especially focus on the exemptions of the EU Open Internet Order (or Regulation). We believe this Regulation sets up a general framework for its exemptions, however, it should also be noted that these exemptions are not set up clearly. As it will be discussed later on the Report, while these exemptions aim to build strict conditions for their applications, some criticize the Regulation for not setting up an effective framework and believe that the exemptions are open to interpretation which may eventually be abused.

In the Regulation, there are three exceptions regarding the safeguarding of open internet access that are as follows: (i) to comply with legal obligations; (ii) preserve the integrity of the network; and (iii) manage impending network congestion in exceptional and temporary situations. Article 3(3) sets out that Providers must not engage in traffic management measures going beyond the ones set forth in the Article, and in particular they must not block, slow down, alter, restrict, interfere with, degrade or discriminate between specific content, applications or services, or specific categories thereof, except as necessary, and only for as long as necessary, in order to: comply with Union legislative acts, or national legislation that complies with Union law.

---
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Secondly, to preserve the integrity and security of the network, of the services provided via that network, and of the terminal equipment of end-users. Article 3 (3) (b) preserves the integrity and security of the network, of the services provided via that network, and of the terminal equipment of end-users. Further, traffic management measures going beyond such reasonable measures might be necessary to protect the integrity and security of the network, for example by preventing cyber-attacks that occur through the spread of malicious software or identity theft of end-users that occurs as a result of spyware.

Different countries employ this exemption in different ways. For example, in Poland, ISPs are required to block certain gambling websites – pursuant to the exception of Article 3(3)(a) of the Regulation – on the basis of the National Gambling Act. Moreover, as stated in a study on the implementation of the open internet provisions of the Telecoms Single Market Regulation, Urząd Komunikacji Elektronicznej (Polish Office of Electronic Communications) observed that traffic management measures are also often applied on the basis of the exception in Article 3(3)(b) of the Regulation to ensure the security and integrity of the network. Conducting traffic management measures in order to preserve the integrity and security of the network could simply involve restricting connectivity or blocking of traffic to and from specific endpoints. Typical examples of such traffic management measures include: blocking of IP addresses, or ranges of them, because they are well-known sources of attacks or blocking of IP addresses from which an actual attack is originating. However, it must be noted that as provided in BEREC Guidelines “This exception could be used as a basis for circumvention of the Regulation because security is a broad concept. NRAs should therefore carefully assess whether the requirements of this exception are met and to request that ISPs provide adequate justifications when necessary.”

Thirdly, Article 3(3) letter (c) prevent impending network congestion and mitigate the effects of exceptional or temporary network congestion, provided that equivalent categories of traffic are

---
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treated equally. Regarding Article 3(3)(c), a justification is usually required to be made available proving why congestion is characterized as impending, exceptional or temporary, along with past data regarding congestion that confirms this characterization and why less intrusive and equally effective congestion management does not suffice. In exceptional cases, and for no longer than necessary, ISPs may engage in traffic management beyond the limits of Article 3(3) second subparagraph to manage certain types of network congestion, namely impending network congestion (which may be prevented) and exceptional or temporary network congestions (the effects of which may be mitigated). Recital 15 provides detailed information on identifying situations where exceptional and temporary congestion occurs. Impending network congestion is defined as situations where congestion is about to materialize, i.e. it is imminent. Recital 15 focuses on exceptional and temporary network congestion; thus, actions for preventing impending network congestion only apply to cases of such congestion. Congestion management can be done on a general basis, independent of applications.

To sum up, the three exceptions relate to (a) national legislation or court orders, (b) the protection of the integrity and security of the network and (c) the prevention of (impending) network congestion and these should be applied very carefully not to over-use and refute the main purposes of the enforcement of the Regulation or the principle of NN itself.

4.3. Specialized Services

Specialized services are a short expression used by BEREC, for a longer term used in the Regulation, referring to the “services other than internet access services which are optimized for
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73 “Recital 15 Third, measures going beyond such reasonable traffic management measures might also be necessary to prevent impending network congestion, that is, situations where congestion is about to materialise, and to mitigate the effects of network congestion, where such congestion occurs only temporarily or in exceptional circumstances. The principle of proportionality requires that traffic management measures based on that exception treat equivalent categories of traffic equally. Temporary congestion should be understood as referring to specific situations of short duration, where a sudden increase in the number of users in addition to the regular users, or a sudden increase in demand for specific content, applications or services, may overflow the transmission capacity of some elements of the network and make the rest of the network less reactive…”


specific content, applications or services or a combination thereof, where the optimization is necessary in order to meet requirements of the content, applications or services for a specific level of quality.” The BEREC Guidelines give some examples of what may be seen as specialized services. These include VoLTE (high-quality voice calling on mobile networks) and linear (live) broadcasting IPTV services with specific quality requirements. Furthermore, another example that can be considered as specialized services can be real-time health services (e.g. remote surgery). BEREC considers such services to be allowed if they meet the strict requirements of the Regulation provided under Article 3(5).

Article 3(5) sets out the safeguards for the provisioning of specialized services which are characterized by the following features in Article 3 (5) first subparagraph: they are services other than IAS services; they are optimized for specific content, applications or services, or a combination thereof; the optimization is objectively necessary in order to meet requirements for a specific level of quality. To be able to give permission to specialized services pursuant to the Regulation, whether requirements are met should objectively be considered, as “they would have to be objectively necessary to meet requirements for a specific level of quality”76. The BEREC Guidelines suggests that NRAs must carry out an assessment for this ‘necessity requirement’. If this step is successfully passed then, it is expected to satisfy the capacity requirement.

Special services are recognized as not to be subject to the core rules when considered with the FCC’s 2015 Open Internet Order as well.77 Specialized services are sometimes called ‘Non-BIAS data services’, including applications such as enterprise services, videoconferencing for telesurgery, IPTV, and online, real-time gaming. These services are expected to be optimized for specific content, applications, or services and “optimization must be specifically necessary to meet service requirements for specific levels of quality that are not assured by the Internet access service.”78 However, specialized services may only be prioritized if there is “sufficient network capacity to provide them in addition to Internet access service” and their availability does not
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substantially degrade the “availability or general quality of Internet access services” for other users.\textsuperscript{79}

### 4.4. An Overview of Zero-Rating and NN Principles

Many tariffs that are available generally cover a maximum volume of monthly data (megabytes) to which the client is entitled. Consumption of the megabytes occurs every time the user goes online using cellular data, without the mobile phone being connected to a WIFI.\textsuperscript{80} However, there is an exception to this common practice rule that is used in the telecommunications sector in the mobile ecosystem; this exception is called zero-rating which is “the practice of excluding some traffic from overall data caps”.\textsuperscript{81} In other words, zero-rating can be defined as a “commercial agreement or a unilateral decision of an internet service provider (ISP) that results in some content being exempted from end users’ monthly data cap”.\textsuperscript{82} The relationship between zero-rating offerings and NN has been a controversial issue in the debates surrounding the NN and the core principles attached to NN. Zero-rating offers have the potential to yield both positive and negative outcomes, which differ on a case by case basis and require questioning how these offerings are constructed, and to what extent consumers are benefiting from these services. Through the application of zero-rating, the barriers tariffs create are gone and an unlimited use of selected services or platforms are available free of charge. This allows consumers to use these selected online services or platforms without having to worry about how much of their package megabytes is left to reach the maximum volume allowed by the tariffs of mobile companies. Taking a step further, these practices may enhance the open nature of the internet and allows consumers to use the online services and applications such as Facebook, WhatsApp, Wikipedia, and Twitter. These are some of the most common examples of zero-rating offers. Being able to use these popular online services or applications may appear to be beneficial for those consumers who cannot afford

basic mobile internet services or simply worry that they may exceed their package allowance.\(^83\) It is noteworthy to state that the possible opportunities, when offered on a non-exclusive basis, zero-rating programs can be highly beneficial for users. Through providing access to services free of charge that users would have had hardship in accessing otherwise is likely to enhance active participation of users in the zero-rated services and platforms.\(^84\) Further, these free of charge services would particularly benefit low-income users since it allows them instant and continuous connectivity.\(^85\) On a broader scale, through zero-rated services more people across the globe are brought online, which enhances accessibility and digital inclusion. Some opine that zero-rating can be an opportunity and a possible solution to the current digital divide by increasing internet access to underserved communities.\(^86\) This benefit is perhaps more important for developing economies where the cost of access to data services could be prohibitive, and zero-rating can have a substantive impact.\(^87\) However, if zero-rating offers are not implemented under certain principles that protects the rights of users and fair trade dynamics, zero-rating offerings do not always come without a cost.\(^88\) Moreover, proponents contend that the positive effects, as it relates to innovation


and user welfare by arguing that zero-rating programs could facilitate the launch of new and innovative content offerings from small providers, allowing them to enter the market and build scale more quickly since it will allow a non-discriminatory option to every provider without favoring one over the other. At a minimum, zero-rating programs that are non-exclusive, independent and non-affiliated, and transparent have the potential to benefit users and enhance fair competition. Another crucial argument is that zero-rating help enhance consumer welfare through product differentiation, both in terms of providing products that better suit the needs of particular types of customers and by increasing the service aspects upon which both broadband access and service providers may compete. Therefore, it could be concluded that zero-rating offers can be beneficial for the society in many ways. Overall, looking from a regulatory perspective, zero rating offers are increasingly popular around the world and come in many forms depending on the market, while some ZR offers may be occasionally problematic, others are viewed as beneficial to users depending on the details of the offer. Most jurisdictions, including the EU, evaluate zero-rating offers on a case-by-case basis to measure its possible harms and benefits. Although there are some concerns with regard to zero-rating programs, keeping the potential practical benefits of zero-rating offers in mind, it could be concluded that zero-rating is beneficial for several reasons, most importantly, for the purposes of bringing more equality and accessibility to everyone on equal terms by bringing society closer to technology and enhance user welfare while promoting innovation.

5. Regulatory Approach of Different Countries to Net Neutrality

Different geographies adopted different approaches to NN, ranging from heavy regulation to light-touch regulation. This chapter first looks into the applications of the EU and the US, two geographies that has differing approaches to NN. Later analyses the current state of NN in Turkey and provide examples of NN applications in Turkey.

5.1. The EU

Even though there were official signs of network neutrality protection embedded in other regulations in EU, since 2016, the principle of net neutrality is officially and clearly protected with the adaptation of “laying down measures concerning open internet access and amending Directive 2002/22/EC on universal service and users’ rights relating to electronic communications networks and services and Regulation (EU) No 531/2012 on roaming on public mobile communications networks within the Union.” This Regulation gives the national telecom regulators the power and the mandate to protect NN in their respective countries. To ensure that the 31 regulators apply the Regulation uniformly throughout the EU and EEA, they must take “utmost account” of the Guidelines on net neutrality that were issued by the European umbrella organization of all telecom regulators, BEREC. NN Guidelines of BEREC provides detailed recommendations on what net neutrality means in Europe.

5.1.1. Brief History of NN in the EU

The 2002 regulatory framework for electronic communications networks and services in the European Union consisted of five directives, which are referred to as "the Framework Directive and the Specific Directives", or so called “EU Telecoms Framework”:

However, this framework was criticized for not effectively protecting customers' rights by not preventing network operators from degrading customers’ services. Pursuant to Article 22 of the EU Directive 2002/22/EC (EU Universal Service Directive) MSs are set to ensure that NRAs require network operators publish information on the QoS of their services and submit the same

---

with the national regulatory authorities. Article 22(2) further states that NRAs may specify QoS parameters as the EU Universal Service Directive sets out QoS parameters that may be used by NRAs.

In December 2009, a Telecoms Package entered into force, which imposed all the member states to transpose the Directive by May 2011. The Telecoms Package comprises of:
- Directive 2009/136/EC (Universal services and E-privacy (also known as Cookie Directive) directives)
- Regulation No 1211/2009 establishing the Body of European Regulators for Electronic Communications (BEREC)

In 2009, the EU passed the EU Directive 2009/136/EC that further required MSs to establish minimum QoS requirements for network operators to be able to prevent “the degradation of service and the hindering or slowing down of traffic over networks,” as well as blocking of access according to Recital (34) of the EU Directive 2009/136/EC that also underscores the discriminatory behavior.

This package updated the EU Telecoms Framework of 2002, addressed notions such as access, interconnection, users’ rights, and finally created a new regulatory body, the Body of European Regulators of Electronic Communications (BEREC). The Package also included provisions regarding NN, such as ISPs obligations to provide information about their service to subscribers within the scope of transparency principle. So that the customers would be informed before signing a contract with their ISPs regarding the nature of the subscribed service, traffic management techniques and their impact on service quality, as well as any other limitations like bandwidth caps or available connection speed. Furthermore, regulators were allowed to set quality of service parameters on public communications network providers to prevent degradation of service or the slowing down of traffic across networks.

---

91 Directive 2009/136/EC Universal services directive, see Article 20, point 1(b) and Article 21, point 3 and point 4
In May 2015, the European Commission adopted the Digital Single Market Strategy to strengthen the EU telecoms single market. Later in June 2015, the European Parliament, Council and Commission reached two agreements regarding the end of roaming charges and on the first EU-wide NN rules, which overhauled the EU Telecoms Package in 2016. The Digital Single Market is part of the Digital Agenda for Europe 2020 program of the EU, an initiative of Europe 2020 strategy.

5.1.2. Digital Single Market Strategy

The Digital Single Market strategy was adopted on 6 May 2015 and it is among the European Commission’s ("Commission") ten political priorities. The strategy aims to transform European society so that it can face with confidence what the digital technologies will bring in the future. With this purpose in mind, the Digital Single Market hopes to ensure the free movement of goods, persons, services and capital, as well as that individuals and businesses can access and exercise online activities under fair competition, and a high level of consumer and personal data protection, regardless of their nationality or place of residence.92

The Digital Single Market Strategy comprises of three pillars:
- **Better access for consumers and business to online goods and services across Europe**: The Commission asserts that this requires “rapid removal of key differences between the online and offline worlds to break down barriers to cross border online activity”.
- **Creating the right conditions for digital networks and services to flourish**: The Commission posits that this requires “high-speed, secure and trustworthy infrastructure and content services, supported by the right regulatory conditions for innovation, investment, fair competition, and a level playing field”.
- **Maximizing the growth potential for the European Digital Economy**: Finally, the Commission suggests that this pillar requires “investment in ICT infrastructure and technologies,

---

and research and innovation to boost industrial competitiveness as well as better public services, inclusiveness, and skills”.

5.1.2.1. **Better online access for consumers and business across Europe**

Acknowledging that the Digital Single Market will provide business and entrepreneurs new opportunities to scale up across Europe, the Strategy aims to prevent unfair discrimination against consumers and business when they access content or buy goods and services online within the EU. While stressing the importance of having an affordable, high-quality cross-border delivery service in building consumer trust, the Commission also points out the grave impacts of limiting consumer opportunities and choice, and geo-blocking that results in consumer dissatisfaction and fragmentation of the Internal Market.

5.1.2.2. **Creating the right conditions and a level playing field for advanced digital networks and innovative services**

The Commission believes that the Digital Single Market must be built on reliable, trustworthy, high-speed, affordable networks and services that safeguard consumers’ fundamental rights to privacy and personal data protection while encouraging innovation. Within this dynamic, the dominant market power of certain online platforms poses various concerns, therefore, the Commission strives to make the telecom rules fit for purpose. With this goal in mind, in order for a market to function effectively, the Commission calls for the delivery of access to high-performance fixed and wireless broadband infrastructure at affordable prices. Carrying this further, it is deemed instrumental adapting the EU’s telecoms rules combined with the EU competition rules in ensuring that markets operate competitively, bringing lower prices and better quality of service to consumers and business. As an initial step, the adoption of the Telecoms Single Market package aims to provide clear and harmonized rules for net neutrality and help in eliminating roaming surcharges for data. This step is crucial particularly in effectively regulating the powerful online platforms role in providing access to online information and creating significant influence over various players in the market.
5.1.2.3. **Maximizing the growth potential of the digital economy**

As most economic activity moves towards digital ecosystems, integrating digital infrastructure, hardware and software, applications and data; to ensure the EU’s competitiveness, all sectors should be digitized. To achieve this goal, the Commission promises to take the necessary steps in building an effective data economy, boosting competitiveness through interoperability and standardization, and creating an inclusive e-society.

The Commission acknowledges that achieving these goals will require significant investment, the collaboration of the key actors, political will and means, various legislative proposals and engagement of relevant stakeholders. Therefore, the Commission invites the European Parliament and the Council to endorse the Strategy so that it is effectively implemented.

5.1.3. **Electronic Communication Code (ECC)**

The Commission proposed the Electronic Communications Code (ECC) in September 2016, which modernized the previous EU telecoms rules, which were last updated in 2009. Before coming into effect, it needs to be transposed into national law by 21 December 2020. ECC merges the five different Directives of the 2009 Telecom Package, except the including e-Privacy Directive numbered 2002/58 EC.93 ECC underlines open and strong internet and assigns a regulatory task to BEREC, which is “to issue guidelines on the implementation of the Union regulatory framework for electronic communications, in particular, as referred to in Regulations (EU) No 531/2012 and (EU) 2015/2120 and Directive (EU) 2018/1972, on the implementation of National Regulatory Authorities’ obligations as regards open internet access, in accordance with Article 5(3) of Regulation (EU) 2015/2120”94.

---


94 Article 4 ECC.

- \textit{Clear and inclusive rules}: the same rules apply in all over EU with a vision of an inclusive single market;

- \textit{Higher quality of services}: ECC aims to enhance competition for investments, and bring higher connection speeds and higher coverage;

- \textit{Competitive prices}: the prices are expected to go down;

- \textit{Consumer protection}: ECC imposes a high level of protection for the end-users.

Under the ECC, ‘electronic communications services’ cover services provided over the internet such as messaging apps and email.

The Commission stated that the new end-user’s rules in ECC will also: (i) Protect consumers subscribing to bundles, (ii) Enable change of provider and strengthen number portability; (iii) Improve comparison tools and consumption control; and (iv) Promote tariff transparency and comparison of contractual offers enabling end-users to make informed decisions.\footnote{”European Commission - PRESS RELEASES - Press Release - Digital Single Market: Political Agreement On The Rules Shaping The Telecommunication Markets In The 5G Era”. 2018. Europa.Eu. https://europa.eu/rapid/press-release_MEMO-18-4084_en.htm.} Relevant recitals and articles that set forth some ECC’s approach to NN and the open internet can be found on the Appendix A.

\textbf{5.1.4. Regulation (EU) 2015/2120 - Open Internet Regulation}

The European Parliament and the Council of Europe have adopted the “laying down measures concerning open internet access and amending the Directive 2002/22/EC on universal service and users’ rights relating to electronic communications networks and services and Regulation (EU) No 531/2012 on roaming on public mobile communications networks within the Union”, so called the Open Internet Regulation (“Regulation”), on 25 November 2015, which entered into force on 30 April 2016.
5.1.4.1. **Purpose of the Regulation**

Article 1 sets forth the purpose of the Regulation as establishing mutual rules to safeguard equal and non-discriminatory treatment of traffic relating to the internet access services and relevant end-users’ rights.\(^{97}\) Further, the Article also sets up a “new retail pricing mechanism for Union-wide regulated roaming services in order to abolish retail roaming surcharges without distorting domestic and visited markets.”\(^{98}\)

Among its main innovations, the Regulation states the principle of open internet access or “net neutrality” for the first time under European law, which promotes that internet traffic shall be treated without discrimination, blocking, throttling or prioritization. For this purpose, Article 3 of the Regulation sets the basic framework for ensuring net neutrality across the entire European Union.

5.1.4.2. **Safeguarding of open internet access**

Article 3 sets forth the necessary elements of safeguarding of open internet access. These provisions promote user’s right to be “free to access and distribute information and content, run applications and use services of their choice”.\(^{99}\) Further, they allow reasonable traffic management and, with the necessary safeguards, specialized services.\(^{100}\)

As regard to safeguarding of open internet access, Article of the Regulation sets forth the following rights and obligations of users and providers of internet access services (“providers”):

- End-users have the right to access and distribute information and content, to use and provide applications and services, and to use any terminal equipment of their choice to access the internet.\(^{101}\)

---

\(^{97}\) Article 1/1, Open Internet Regulation

\(^{98}\) Article 1/2


\(^{101}\) Article 3/1
Agreements between providers and end-users shall not limit the exercise of these rights.\textsuperscript{102}

Providers must treat all types of internet traffic equally when providing internet access services.\textsuperscript{103}

Providers must not engage in traffic management measures going beyond the ones set forth in the Article, and in particular they must not block, slow down, alter, restrict, interfere with, degrade or discriminate between specific content, applications or services, or specific categories thereof, except as necessary, and only for as long as necessary. The Regulation does not explicitly ban or allow specific commercial practices such as zero-rating.\textsuperscript{104}

Recital 19 states that in ensuring end-users to exercise their rights set forth under the Regulation are effectively implemented, national regulatory authorities play a pivotal role. Therefore, the text of the recital puts forward that regulatory authorities should have monitoring and reporting obligations and should ensure that providers comply with their obligations concerning the safeguarding of open internet access. In order to manage this, national regulatory authorities should have the power to impose the relevant requirements and protect the degradation of the general quality of service of internet access for end-users.\textsuperscript{105}

The Regulation mandates BEREC to issue Guidelines to contribute to the consistent application of the NN provisions, which should be taken in utmost account by national regulatory authorities.

5.1.4.3. **Exemptions of the safeguarding of open internet access**

There are three exceptions regarding the safeguarding of open internet access which are in summary: (i) to comply with legal obligations; (ii) preserve the integrity of the network; and (iii) manage impending network congestion in exceptional and temporary situations. More detailed analysis of these exemptions can be found in the sub-chapter 4.2. As given above, Article 3/3 states that Providers must not engage in traffic management measures going beyond the ones set forth in the Article, and in particular they must not block, slow down, alter, restrict, interfere with,
degrade or discriminate between specific content, applications or services, or specific categories thereof, except as necessary, and only for as long as necessary, in order to:

- comply with Union legislative acts, or national legislation that complies with Union law,\(^{106}\)
- preserve the integrity and security of the network, of the services provided via that network, and of the terminal equipment of end-users,\(^{107}\) and
- prevent impending network congestion and mitigate the effects of exceptional or temporary network congestion, provided that equivalent categories of traffic are treated equally.\(^{108}\)

5.1.4.4. **Transparency measures for ensuring open internet access**

Regulations sets forth the transparency measures for ensuring open internet access in Article 4. The purpose of this rule is to strengthen the rights of customers set forth above.\(^{109}\)

Article 4 states that in order for users to make informed choices, providers of internet access services should:\(^{110}\)

- inform end-users in a clear manner how traffic management practices deployed might have an impact on the quality of internet access services, end-users’ privacy and the protection of personal data as well as about the possible impact of services other than internet access services to which they subscribe, on the quality and availability of their respective internet access services,
- inform end-users in the contract of the speed which they are able realistically to deliver, and,
- inform consumers of available remedies in accordance with national law in the event of non-compliance of performance.

\(^{106}\) Article 3/3 (a)

\(^{107}\) Article 3/3 (b)

\(^{108}\) Article 3/3 (c)

\(^{109}\) Recital 31

\(^{110}\) Article 4; Recital 18
5.1.4.5. **Critiques of the regulation**

The Open Internet Regulation has also been criticized for regulating NN in a way that leaves too many loopholes to be exploited. Some of which includes the ability to offer priority to "specialized services" such as remote surgery, driverless cars, and preventing terrorist attacks if they prove they still treat the "open" internet equally.\(^{111}\) This has been criticized as allowing ISPs to offer an internet fast lane to the sites that pay.\(^{112}\)

Further, some stakeholders claim that the EU regulations are not sufficiently clear in relation to zero-rating practices, as their assessment is left to national regulators in the relative country on a case-by-case basis. The director general of the European Consumer Organization Monique Goyens said, “What Europe is essentially saying here is that all internet data is born equal, but some are more equal than others. We applaud the new onus on Internet Service Providers (ISPs) to treat traffic equally, but safeguards against the impact of ‘specialized services’ are not strong enough.”\(^{113}\) On the other hand, the European Digital Rights (EDRi) also criticized the regulation by stating that it is an “abdication of responsibility”, which accusedly make the legal situation less clear and created confusion.\(^{114}\)

5.1.5. **BEREC Guidelines on the Implementation by National Regulators of European Net Neutrality Rules**

The Body of European Regulators for Electronic Communications (BEREC)\(^ {115}\) has published the “BEREC Guidelines on the Implementation by National Regulators of European Net Neutrality

---


\(^{112}\) ibid.


\(^{115}\) “The Body of European Regulators for Electronic Communications (BEREC) was established by Regulation (EU) 2018/1971 of the European Parliament and of the Council of 11 December 2018. ... It replaced the European Regulators Group for electronic communications networks and services which was established as an advisory group to the Commission in 2002. ... BEREC assists the Commission and the national regulatory authorities (NRAs) in implementing the EU regulatory framework for electronic communications. It provides advice on request and on its
Rules” (“Guidelines”) on August 30, 2016 which is drafted in accordance with Article 5 (3) of the Regulation (EU) 2015/2120 (“Open Internet Regulation”) of the European Parliament and of the Council of 25 November 2015. The Guidelines aim to provide guidance on the implementation of the obligations of National Regulatory Authorities (NRAs). They also include recommendations to NRAs, of which NRAs should take utmost account. They specifically provide guidance on the obligations of NRAs to closely monitor and ensure compliance with the rules and enhance user rights set forth in Articles 3 and 4. BEREC hopes that the Guidelines will contribute to the efficient application of the Regulation, as well as to regulatory certainty.116

Safeguarding of open internet access (Article 3) and Transparency measures for ensuring open internet access (Article 4)

Article 3 mainly covers (i) measures to safeguard open internet access, (ii) the rights of the end-users of IAS, and (iii) obligations for the ISPs. Under Article 3(3), NRAs should require ISPs to provide transparent information about traffic management practices and the impact of these practices (see also Articles 4 and 5). Under Recital 18 the provisions on safeguarding of open internet access should be complemented by effective end-user provisions which address issues particularly linked to internet access services and enable end-users to make informed choices. Furthermore, it is stated that NRAs should ensure that ISPs include relevant information referred to in Article 4 (1) letters (a) to (e) in a clear, comprehensible and comprehensive manner in contracts that include IAS, and publish that information, for example on an ISP’s website.117

Regulations set out the transparency measures for ensuring open internet access in Article 4. The purpose of this rule is to strengthen the rights of customers ultimately enhancing open internet access. Article 4 states that in order for users to make informed choices, providers of internet

---

116 BEREC Guidelines on the Implementation by National Regulators of European Net Neutrality Rules (Guideline), pg. 3
117 BEREC Guidelines on the Implementation by National Regulators of European Net Neutrality Rules NRAs should own initiative to the European institutions and complements at European level the regulatory tasks performed at national level by the NRAs. … The NRAs and the Commission have to take utmost account of any opinion, recommendation, guidelines, advice or regulatory best practice adopted by BEREC.” Source: https://berec.europa.eu/eng/about_berec/what_is_berec/
access services should: inform end-users in a clear manner how traffic management practices deployed might have an impact on the quality of internet access services, end-users’ privacy and the protection of personal data as well as about the possible impact of services other than internet access services to which they subscribe, on the quality and availability of their respective internet access services, inform end-users in the contract of the speed which they are able realistically to deliver, and inform consumers of available remedies in accordance with national law.

APPENDIX B provides a detailed roadmap of Article 3 and BEREC’s specific recommendations to NRAs on the implementation of relevant subclauses for Article 3.119

APPENDIX C provides a detailed roadmap of Article 4 and BEREC’s specific recommendations to NRAs on the implementation of relevant subclauses for Article 4.120

5.1.6. Annual Country Reports on Open Internet from National Regulators

The European Commission has been publishing the annual country reports prepared by National Regulatory Authorities (NRAs) regarding their compliance with the provisions on open internet.121 According to Article 5 of the Open Internet Regulation, NRAs should closely monitor and ensure compliance with the provisions on open internet, and they are requested to publish how they are complying with the relevant provisions with the Commission and BEREC. Therefore, these reports are provided by NRAs to the Commission and the BEREC every year. The third and the last set of reports presents the NRAs work in ensuring open internet between the 1st of May, 2018 and the 30th of April, 2019. This Report is also expected to be used by the Commission in the next Digital Economy and Society Index (DESI) Report.122 BEREC publishes annually a Report on the implementation of Regulation (EU) 2015/2120 and BEREC Net Neutrality Guidelines, based on the information by national regulators. In 2018 it published its Opinion for the evaluation of the

118 Article 4; Recital 18
119 The Guideline, pg. 7-30.
120 The Guideline, pg. 30-38
122 “Annual Country Reports on Open Internet from National Regulators - 2019.”
application of Regulation (BoR (18) 244). In April 2019 the European Commission issued its opinion on the implementation of the open internet access provisions of Regulation (COM(2019) 203 final), concluding there was no need for a review of the Regulation.

These reports reflect improvements in NN practices, monitoring of NN violations, present insight on the respective country’s approach to contested concepts such as zero-rating, and point out what else can be improved in the following year to enhance NN applications. Most of the NRS reports question whether open internet access continues to be provided at a quality level that reflects progress in technology. As noted above, BEREC will analyze all of the NRA reports and provide a general picture in which it portrays whether the NRAs did a good job in applying NN rules, how they can improve their applications, etc.

The Epicenter’s Report on “The Net Neutrality Situation in the EU Evaluation of the First Two Years of Enforcement” shows that NRAs often refrain from publishing reports or do not follow the minimal requirements issued by the BEREC to provide at least a minimum level of transparency and comparability across Europe. They also draw attention to the nature of penalty implementation of NN framework, which leaves it to the member states. The Epicenter concludes that this situation caused some member states to refrain from laying down the penalty rules. It is expected that BEREC will address these ineffective actions or inactions.

5.2. The US

In the United States (US), NN has been an issue of conflict between network users and access providers since the 1990s. A core issue to NN is about how ISPs should be classified under the Communications Act of 1934. There are two alternatives which change the course of NN rules in the US: (i) ISPs can be classified under Title I as "information services", or (ii) under Title II as "common carrier services". The classification determines the Federal Communication Commission's (FCC) authority over ISPs: the FCC has significant ability to regulate ISPs if they are classified under Title II as common carriers. However, the FCC has little control over ISPs if

124 ibid.
they are classified under Title I as information services. Between 2015 and 2017, ISPs were classified as Title II common carriers, which felt under FCC’s regulatory power. Later, under Trump’s administration, the FCC voted in favor of repealing its 2015 rule on NN which classified ISPs as common carrier services. The repeal of the FCC’s rules took effect on June 11, 2018, which ended NN regulation in the US by classifying ISPs as information services.

5.2.1. **Brief History of NN in the US**

**Between the 1980s and early 2000s**, the Internet was viewed more as a commercial service than a domestic and societal system, therefore, since its creation it had been categorized as an information service under Title I. When the internet started to become more ubiquitous, legal scholars raised the issue of NN, which extended internationally in the early 2000s.\(^{125}\)

**In 2004**, the FCC announced a set of non-discrimination principles called “Network Freedom” that included freedom to access content, run applications, attach devices, and obtain service plan information.

**In 2005**, the FCC adopted network neutrality principles "to preserve and promote the vibrant and open character of the Internet as the telecommunications marketplace enters the broadband age."\(^{126}\)

**Between 2005 and 2010** the FCC made several decisions about enhancing the NN. However, five attempts to pass bills in Congress containing net neutrality provisions failed between 2005 and 2012.

**In 2010** the FCC voted in favor of the “Open Internet Order" which “established high-level rules requiring transparency and prohibiting blocking and unreasonable discrimination to protect Internet openness.” With this, the FCC passed a set of six NN principles; transparency, no blocking, a level playing field, network management, mobile and vigilance.


In 2014 the DC circuit Court determined in a case\textsuperscript{127} that the FCC had no authority to enforce NN rules as long as service providers were not identified as common carriers under Title II. Subsequently, the FCC announced that it is working on formulating ways to resume enforcing NN\textsuperscript{128}. Later in the year President Obama recommended the FCC to reclassify ISPs as telecommunications service to preserve NN\textsuperscript{129}.

In 2015, as a response to legal challenges from ISPs challenging the FCC's ability to regulate NN, the FCC passed the “Open Internet Order” which reclassified ISPs as Title II services and giving them authority to enforce net neutrality.

In 2017, upon becoming FCC chairman as part of the Trump Administration, Ajit Pai proposed to repeal the neutrality policies, returning to the previous classification of ISPs as Title I services. The FCC voted in favor of repealing the Order, which went into effect in June 2018. As a result, over 20 states launched a joint lawsuit (\textit{Mozilla v FCC}) against the FCC\textsuperscript{130} while California passed its own state-level net neutrality law that is being challenged by the federal government.

\textbf{From 2017 and onwards}, various states have passed bills to restore NN at the state level and some of these bills have been challenged by the courts.

In 2018, fifty United States senators had endorsed legislative action under the Congressional Review Act (CRA) to reverse the repeal of Title II net neutrality\textsuperscript{131}, which was not successful due to a set of reasons.

In March 2019, Democratic Senators and Representatives presented the Save the Internet Act in both Houses of Congress, which cleared the House on a 232-190 vote on April 10, 2019. However, both Republican controlled Senate and President Trump stated that they will stop the bill’s passage.

On October 1st, 2019, a federal appeals court upheld the FCC’s ability to repeal NN rules, but decided that FCC failed to address public safety, pole attachment rights, and the subsidy program Lifeline\textsuperscript{132}. Further, the Court decided that the FCC cannot prevent states from adopting their own rules.

5.2.2. FCC Open Internet Order (2015)

On March 12, 2015 the FCC released the Open Internet Report, which aimed to enact “strong, sustainable rules grounded in multiple sources of legal authority to protect the Open Internet and ensure that Americans reap the economic, social, and civic benefits of an Open Internet today and into the future”\textsuperscript{133} This was the first time that NN rules would apply in full to mobile internet service.\textsuperscript{134}

The Order regulates three specific rules for internet service: no blocking, no throttling, and no paid prioritization. "A person engaged in the provision of broadband internet access service, insofar as such person is so engaged, shall not impair or degrade lawful internet traffic on the basis of internet content, application, or service, or use of a non-harmful device, subject to reasonable network management," the Order states.\textsuperscript{135} ISPs were still allowed to take reasonable network management which can affect service, however, they had to abide by strict rules.

Following the publication of the FCC's ruling in 2015, several internet providers filed suit to challenge the FCC's ruling, which were combined under the United States Telecom Assn v. FCC


\textsuperscript{135} “FCC Releases Open Internet Order.” Federal Communications Commission, December 9, 2015.
825 F.3d 674 (2016) case. The court decided in favor of maintaining the FCC’s ruling, by stating that the internet should be treated as a utility, not as a luxury.\textsuperscript{136}

Until the FCC’s 2017 vote which revoked this Order, it served as the main mechanism in preserving NN.

### 5.2.3. FCC Restoring Internet Freedom Order (2018)

On January 4, 2018 the FCC released the Restoring Internet Freedom Order, which ended NN protections that were established with the 2015 Open Internet Order. The Order entered into effect on June 11, 2018. The FCC’s Chairman Pai stated that this Order aims to establish a light-touch regulatory framework, while ending utility-style regulation of the Internet.\textsuperscript{137}

The Declaratory Ruling especially regulates three things: it (i) classifies ISPs as information services rather than common carries, therefore, ISPs are no longer governed under Title II of the Communications Act of 1934,\textsuperscript{138} (ii) “reinstates the private mobile service classification of mobile broadband Internet access service”, and (iii) “clarifies the effects of the return to an information service classification on other regulatory frameworks, including the need for a uniform federal regulatory approach to apply to interstate information services like broadband Internet access service”.\textsuperscript{139}

ISPs are required to inform consumers on traffic management practices; however, they are allowed to discriminate among information flowing through their networks, engage in anti-competitive behavior, and censorship. Further, the Order restores the Federal Trade Commission’s power to protect consumers online from any unfair, deceptive, and anticompetitive practices without burdensome regulations.\textsuperscript{140}


\textsuperscript{139} \textit{ibid}.

\textsuperscript{140} \textit{ibid}.
The Order has already received a high volume of controversy and lead to initiatives like the Save the Internet Act, and other proliferating state bills that contradicts the Order.

### 5.2.4. Save the Internet Act (2019)

In mid-April, 2019, House Democrats introduced a new bill called the “Save the Internet Act” which aims to reestablish NN rules that were in effect between 2015 and 2018.\(^\text{141}\) The Act was approved by the House, however, it still needs to be approved by the Senate and the President. Senate leader Mitch McConnell stated that the bill is “dead on arrival once it’s brought in front of the Senate” and added that the President Trump will veto it.\(^\text{142}\)

According to the Save the Internet Act Fact Sheet published by the Committee on Energy & Commerce, the Act “creates popular, bipartisan, and targeted net neutrality protections, and puts a cop on the beat to protect consumers, small businesses, and competition from abusive practices of internet service providers.” \(^\text{143}\)

The Act has not been brought in front of the Senate and still needs to be approved by the Senate and the President to become a law.\(^\text{144}\)

### 5.2.5. NN Regulations at the State Level (From 2017 to October 1st, 2019)

As a counteract to the FCC’s Restoring Internet Freedom Order, various states have taken action to establish NN rules within the state. More than 35 states have either proposed or passed a

---


resolution, bill, or executive summary order.\textsuperscript{145} By the end of 2018, six states—Hawaii, New Jersey, New York, Montana, Rhode Island, and Vermont—had executive orders preventing the state from contracting with ISPs that didn’t adhere to net neutrality principles.\textsuperscript{146} Further, the mayors of 122 cities and “Santa Cruz County (CA) have pledged to require entities contracting with the city or using city services to adhere to Net Neutrality rules”.\textsuperscript{147} Finally, more than twenty states filed a protective petition for review against the FCC’s ruling.\textsuperscript{148}

As a response to the state NN regulations, the Department of Justice (DoJ) sued some of these states. For instance, California passed the strictest state-level NN law and almost immediately after California’s law was signed, the state was sued by the DoJ. California agreed to put enacting S.B. 822 on hold until the D.C. Circuit case is resolved.\textsuperscript{149} The FCC stated that with its 2018 Order, it preempted states from passing their own NN rules however this statement is considered to be controversial.\textsuperscript{150}

While these were happening, a new research showed that throttling—especially towards videos—are applied very often. By the ISPs\textsuperscript{151} The researchers found that from early 2018 to early 2019, AT&T Inc. throttled Netflix Inc. 70% of the time and Google’s YouTube service 74% of the time.\textsuperscript{152} These facts raised various concerns over NN, which lead a few senators to ask FCC to investigate

\begin{footnotesize}
\begin{itemize}
\item[150] EFF and other legal experts believe that by giving up its authority to regulate NN, the FCC also gave up the authority to tell the states what to do regarding NN. Source: Falcon, Katharine Trendacosta and Ernesto. “The Year Without the Open Internet Order: 2018 Year in Review.”
\item[152] \textit{ibid}.
\end{itemize}
\end{footnotesize}
“whether U.S. wireless carriers are throttling popular apps without telling consumers”.\textsuperscript{153} Recently, in June 2019, Maine governor signed a net neutrality bill, which states that internet service providers can only receive state funding if they “agree to provide net neutral service”.\textsuperscript{154}

\textbf{5.2.6. Federal Appeal Court’s Decision on the FCC’s Repeal (October 1st, 2019 - Present)}

Most recently, on the 1st of October 2019, the US Court of Appeals for the District of Columbia upheld the FCC’s ability to repeal NN rules, but decided that FCC failed to address public safety, pole attachment rights, and the subsidy program Lifeline.\textsuperscript{155} Further, the Court decided that the FCC cannot prevent states from adopting their own rules because it found that the FCC had overstepped its authority when it banned states from enacting their own NN rules. It is expected that states will be moving forward with passing their own NN rules.\textsuperscript{156} Five states - California, New Jersey, Oregon, Vermont and Washington - have already enacted rules to preserve NN, and thirty-four states and the District of Columbia have introduced bills and resolutions.\textsuperscript{157}

While the US Court of Appeals for the District of Columbia decision opened the way to let states set their own NN rules by endorsing FCC repeal of Obama-era standards, the judgment also is seen to create uncertainty into regulation.\textsuperscript{158} Because since each state can decide their own rules, the FCC and broadband companies are concerned that this may lead to “patchwork of state regulations will make it difficult to deliver service, since broadband by its nature crosses state lines”.\textsuperscript{159} For instance, California passed the most strict NN regulation, which was stopped from being enacted

\begin{footnotesize}
\begin{itemize}
\item \textsuperscript{159} Reardon, Marguerite. “The Net Neutrality Battle Lives on: What You Need to Know after the Appeals Court Decision.” CNET. Accessed October 24, 2019.
\end{itemize}
\end{footnotesize}
after the Department of Justice filed a lawsuit against California in 2017. California agreed to hold off on enacting their rules until the FCC litigation has been settled.\footnote{Reardon, Marguerite. “California Agrees to Back off Net Neutrality Enforcement...for Now.” CNET. Accessed October 24, 2019. \url{https://www.cnet.com/news/california-agrees-to-not-enforce-net-neutrality-law-for-now/}.} However, after the Court of Appeals’ decision, California will be able to enact this regulation and bring the strongest NN rules. On the other hand, defenders of the FCC argue that the agency can still challenge individual states’ laws on a case by case basis.\footnote{Reardon, Marguerite. “Net Neutrality Battle Moves to the States.” CNET. Accessed October 24, 2019. \url{https://www.cnet.com/news/net-neutrality-battle-moves-to-the-states/}.}

The only way to stop this patwork legislation is to have Congress pass legislation. Save the Internet Act is an attempt from Congress to restore 2015 NN rules, however as stated above, the senate won’t likely approve the Act under the current presidency. As the 2020 presidential elections approach, some of the Democrat candidates stated that they would appoint FCC commissioners who are in favor of restoring NN.\footnote{“These 2020 Dems Are Promising an FCC That Will Restore Net Neutrality,” The Daily Dot. August 13, 2019. \url{https://www.dailydot.com/layer8/net-neutrality-2020-democrats-fcc/}.} One thing is for sure, NN remains as a hot topic in the US.

5.3. **Turkey**

5.3.1. **Legal Background - The Missing Piece in the Puzzle**

There is no clear regulation or guidance in the Turkish legislation with respect to the principle of NN. However, Turkey does have certain rules in place under its legislative framework for electronic communications, aiming to ensure provision of electronic communications services in a non-discriminatory and transparent manner, where consumer rights and fair competition between the operators are preserved and promoted. Although there is no mention of NN, these pieces of legislation, in most cases, exhibit the core idea behind NN, yet fall short in many aspects of NN. The norms that are currently in force, if interpreted broadly, may be enforced by the authorities and judiciaries in order to pursue objectives similar to those aimed with NN. APPENDIX D provides a list of the relevant legislation currently in place.
5.3.2. **Signals of Net Neutrality - So Close yet So Far**

5.3.2.1. **ICTA Fines Major ISP for Blocking Access to Websites**

In 2012, the ICTA rendered a decision whereby it imposed an administrative fine to TTNet A.Ş., a major ISP in Turkey, for temporarily blocking access to certain websites, including YouTube.\(^\text{163}\) Turkish legislation on regulation of online content allows the judiciary and the ICTA to ban access to certain unlawful online content. But ISPs are required to implement the access ban decisions, with no discretion. The administrative fine of TRY 250k (around EUR 40k) followed TTNet A.Ş.’s blocking access to certain websites although there were not any judicial or administrative measures concerning such websites. TTNet A.Ş. was found to be in breach of its obligations under the legislation on regulation of online content\(^\text{164}\) and its obligations under authorization legislation.

The ICTA’s administrative fine has been largely considered among the Turkish internet community as a manifestation of NN enforcement. Even though an ISP blocking access to certain websites is a *prima facie* violation of NN, the decision of the ICTA finds its grounds in the Turkish legislation on regulation of online content and obligations of ISPs within the same context. While there is no mention in the ICTA’s published decision, any of the legislation cited above, which could arguably be associated with NN, the ICTA decision also follows an investigation conducted by the Presidency of Telecommunication and Communication, which was in charge of regulation of online content, rather than an investigation conducted by the ICTA’s departments handling consumer rights or authorization. Nonetheless, the decision is perceived by the internet community as a step towards NN.

5.3.2.2. **ICTA Bans the Fair Usage Practice**

Until 2019, ISPs in Turkey have been offering 3 types of broadband subscriptions; (i) broadband with no caps, (ii) broadband with data caps, and (iii) broadband with fair usage caps. Broadband with no caps have always been quite heavy on budget in Turkey. Broadband with data caps, on the


\(^{164}\) The Regulation on the Principles and Procedures Governing the Regulation of Publishing on the Internet.
other hand, where the internet service is suspended once the data cap is reached, became more popular, due its cost per value but complete suspension after reaching the data cap has been a cause for complaint, which helped fair usage caps to emerge. Users, who opted to subscribe for broadband services offered with a “fair usage cap”, would be using the bandwidth specified under their subscription, until they reached a predetermined fair usage cap. If the fair usage cap is surpassed, bandwidth is decreased (throttled) drastically, to a point where the user can still access the internet but cannot enjoy it fully. Fair usage cap has considered as a mechanism allowing ISPs to manage traffic more efficiently. Similar to the US case where FCC fined AT&T for USD 100 million, the Turkish ISPs marketed subscription plans with fair usage caps as “unlimited plans”, aiming to differentiate from plans with data caps. However, because of the legal principles cited above, ISPs used to transparently provide in their subscription plans, details of the fair usage cap and the amount of speed decrease which users would suffer if they surpass the fair usage cap. Thereby, heavy users could opt for a plan which offers a higher fair usage cap.

The ICTA fined ISPs where, they have misinformed consumers regarding their fair usage practices and in 2016 published for public opinion, a number of solutions to improve fair usage practice.\(^\text{165}\) Shortly after, the ICTA decided to ban the fair usage cap practice in 2016, by gradually limiting the use starting from May 2017 and completely banning by the end of 2018.\(^\text{166}\)

The ICTA explains the reason for intervening with such practice with the fair usage cap practice being unable to meet the growing demand of consumers for higher amounts of data and in increased speeds, and commercial practices where data plans with fair usage data caps were being misleadingly marketed as “unlimited” data plans. The ICTA does not refer to NN, however banning the fair usage practice is undeniably in line with the Regulation (EU) 2015/2120, that it cannot be ignored. The Regulation (EU) 2015/2120 touches this topic almost clearly in its Recital 7 of “National regulatory and other competent authorities should be required, as part of their monitoring and enforcement function, to intervene when agreements or commercial practices would result in the undermining of the essence of the end-users’ rights”.


The ICTA’s intervention to the fair usage cap practice may be considered as an enforcement aiming to maintain or at least bring Turkish one step closer to NN, as it effectively meant discriminating between users with respect to the internet speed the user is allowed to enjoy. Technically, this limitation could qualify as “throttling” the connections of such users. The question of whether such application is in violation of the principle of NN has been discussed by the BEREC in the past. BEREC has found that such application was not in violation of the principle of net-neutrality, as differential treatment was not based on the type of data. We concur with BEREC’s approach on the issue. When such approach is applied to the fair usage point, we observe that the discrimination between the users were based on the terms of the agreement between the user and the relevant ISP, rather than the type of data – meaning that the fair usage cap practice per se was not in violation of NN and the subscribers were transparently informed before purchasing their internet plans.

Since the ban of the fair usage practice, under the rough economic times where customer purchase power is low, ISPs aiming to keep their prices low, have found refuge in focusing on their broadband subscription plans with data caps and launching new plans, which offer different bandwidths during peak times and off-peak times.

5.3.3. **Demand and Necessity – Looking Ahead**

Regulatory authorities resort to their powers to make new regulations usually in two cases; where there is regulatory necessity or where there is public demand.

The necessity for regulating NN may not have arisen thanks to the ICTA’s demanding quality of service (“QoS”) reporting scheme in relation to the integrity of the electronic communications networks. In comparison, the EU telecommunications legislation sets forth a range of QoS requirements. Art. 13a(3) of the EU Directive 2002/21/EC (EU Framework Directive) states that “Member States shall ensure that undertakings providing public communications networks or

---

publicly available electronic communications services notify the competent national regulatory authority of a breach of security or loss of integrity that has had a significant impact on the operation of networks or services.” Furthermore, Art. 22 of the EU Directive 2002/22/EC (EU Universal Service Directive) states that member states shall ensure that national regulatory authorities require network operators publish information on the QoS of their services and submit the same with the national regulatory authorities. Art. 22(2) carries on by stating that national regulatory authorities may specify QoS parameters, while the EU Universal Service Directive provides a set of QoS parameters under its Annex 3, which may be used by the national regulatory authorities. In 2009, the EU passed the EU Directive 2009/136/EC, which amended Art. 22 of the EU Universal Service Directive, now also requiring member states to set minimum QoS requirements for network operators in order to prevent “the degradation of service and the hindering or slowing down of traffic over networks”, as well as blocking of access according to Recital (34) of the EU Directive 2009/136/EC, which also makes an emphasis on addressing discriminatory behavior.

The ICTA issued its “Regulation on Quality of Service in the Electronic Communications Sector” in 2010, which required operators submit to the ICTA, quarterly reports on their QoS measurements subject to the parameters specified in the Regulation and explain to the ICTA, the reasons for any variations between two figures belonging to subsequent quarters. The QoS parameters for ISPs and parameters for GSM (2G) and IMT-2000/UMTS (3G) services set out under the Regulation are mostly in parallel with the parameters listed under Annex 3 of the EU Directive 2002/22/EC. More importantly in 2012, the ICTA issued its “Communique on Quality of Service concerning Internet Service Providers”, which covers ISPs with more than 4% market share and expands the scope of each QoS parameter, by regulating how each parameter would be measured and by listing which scenarios are covered under each parameter and set forth a monthly reporting regime. According to the Communiqué, the data download and upload speed measurements are expected be at least 75% of the speeds promoted under the operators’ relevant subscription plans. The Communiqué also requires that measurements be reported under separate categories depending on the groups of transfer speeds marketed to subscribers.

The ICTA’s QoS reporting regime, although precedes the Regulation (EU) 2015/2120, allows the ICTA to monitor any significant or continuous difference between the actual performance of the
service and the performance indicated to the end-user, which is one of the issues addressed in the Regulation (EU) 2015/2120, under Art. 5(1) as well as Recital (18). Although not mentioned clearly under the ICTA’s regulations, the QoS reporting regime is a significant tool to prevent, monitor and detect various traffic management practices, which might have been in violation of the principles of NN.

Considering the lack of regulatory necessity, as described above, the reason why Turkey never attempted to regulate net neutrality is quite simple – there has not been sufficient demand. No business-oriented ISP would ever ask for regulation of NN, but the Turkish public have not demonstrated any demand either. According to its Recital 3, the EU passed the Regulation (EU) 2012/2120 because “a significant number of end-users are affected by traffic management practices which block or slow down specific applications or services.” Although Turkey does not host a large number of ISPs, low broadband penetration rates in comparison to the OECD countries allow ISPs to manage traffic without resorting to measures such as blocking, slowing down, altering, restricting, interfering with, degrading or discriminating between specific content, applications or services. At least there is no proven case yet, except for the ICTA fine mentioned above.

Even if the Turkish ISPs’ practices or the public have not triggered the need to regulate NN in Turkey, it is clear that demand and necessity, act as the driving forces for a regulatory authority to enact regulation in relation to responding to predominantly “contemporary” circumstances. However in terms of regulatory strategy, it should always be taken into consideration, the future, and especially the potential scenarios in which contemporary circumstances may promptly change and harm the values, which the regulation was meant to protect, even before there is time to adjust the regulation with respect to the recent developments.

While the decision to adopt a regulation may require reasons or triggers, which arguably may not be present in Turkey, the decision to not adopt a regulation, that is considered to be one of the foundations of the EU Digital Single Market policy, deserves equivalent reasons. The regulations governing the Turkish electronic communications market, especially the principles on transparency and non-discrimination may be sufficient for the Turkish ISPs to act in compliance with an unapparent expectation of NN, and the QoS reporting regime may be sufficient to monitor
and detect any unwelcomed practice. However, there would be a time in the near future, where the general principles and reporting regimes would prove to be inadequate to act as a backstop against violation of the core values, which the electronic communications regulations seek to protect, that is end-user rights. The case of Cambridge Analytica proved the world that, what initially looks to be a discriminatory practice for the purposes of generating advertisements, resulted in social engineering and allegedly affected the outcome of an election. No subsequent regulation would be able to change the outcome that was already materialized. Issues of open internet, much like privacy, are universal and critical, which justifies and requires the states to learn from each other’s experiences. The need to regulate NN, which already actualized in the EU, will certainly reveal itself in Turkey, but not without potential harm to end-users or the market in general. For instance, the current Turkish legislation does prohibit discrimination between other ISPs or end-users but does not specifically prohibit discrimination among OTTs or websites. In the digital community, where service level expectations are high, consistently slowing down internet access to one OTT in favor of its competitor, may have great impacts in disrupting the competitive market. Any regulation that may follow would not be able to re-adjust consumer preferences and the previous competition. This may especially be more concerning in terms of information society services, where number of providers are relatively low and the end-user expectation on connection reliability is high, such as OTT map and navigation services.

It is considered that, even though there are no alarming circumstances in Turkey, or any harm proven to have actualized due the lack of NN regulation, there are certainly possible risks threatening the rights of end-users as well as openness and neutrality of the internet. Therefore, not regulating NN in Turkey may be considered as a decision of regulatory strategy, to bear any risks that may actualize by the virtue of the regulatory absence. In that sense, this would practically be similar to a car manufacturer not installing any seat belts, on grounds that the specific car model has not been involved in any incidents yet. We are of the opinion that Turkey should break its silence regarding NN and that a multi-stakeholder debate is initiated to determine Turkey’s strategic position in terms of NN, and that hopefully Turkey decides to align with the EU’s open internet regulations, on its path to EU harmonization and a digital single market, that one day would include Turkey.
6. **Reflections of International Organizations**

Based on their respective roles either in shaping policies or setting the ground rules for internet infrastructure, international organizations have various approaches to the NN. While some of them prefers taking a distant stance and avoid expressing any views due to having a more technical scope of work; some of them either actively participates in the NN debates or provide a platform at which relative stakeholders convene to tackle issues regarding NN.

6.1. **ISOC**

Until 2018, the Internet Society (ISOC) refrained from participating in the legal and political debates, particularly in the US. However, as of June 2018, ISOC brought various stakeholders together to create a baseline set of principles for an open internet in the US, which they called “The Net Neutrality Experts’ Roundtable”.\(^{168}\) These roundtable series included representatives and experts from various fields such as the technical community, providers, academia, industry, and both left and right leaning civil society groups. The purpose of these gatherings was to create a sustainable solution for net neutrality that “protect the interests of Internet users while fostering an environment that encourages investment and innovation”, which they presented as the “Net Neutrality Principles”\(^ {169}\). These principles provide a basis for “Net Neutrality Legislation: A Framework for Consensus”\(^ {170}\). These principles include:

- Governments’ role in protecting the open internet and making it accessible for users,
- Calls for a legislative framework for NN in the US that clearly protects the interests of internet users,
- The internet should follow Powell’s Principles\(^ {171}\) which fosters freedoms such accessing and conveying content, attaching personal devices, etc.,
- Purpose of any regulations should be to promote user choice over their broadband internet access service,


\(^{169}\) *ibid.*

\(^{170}\) These principles do not represent the ISOC’s view, they only represent the consensus reached among the US NN experts during the The Net Neutrality Experts’ Roundtable.

\(^{171}\) Powell, Michael K. “Preserving Internet Freedom: Guiding principles for the industry” 2004. 3 (n.d.): 18.
- Providers should still be able to protect the needs of public safety, national security interests, law enforcement, and copyright infringement, and
- Any regulation should preserve the FCC’s authority to address topics such as universal service, public safety, and accessibility.

These principles further suggest that one agency should be responsible for making sure these principles are upheld, therefore, this agency should have qualifications such as the adequate capacity, technical expertise, support from multistakeholders, and that anyone can bring a complaint or a recommendation to the agency. This agency should not have rulemaking authority, but it should enforce the rules on a case-by-case basis. However, the agency should have the authority to declare an act or practice unlawful showing evidence that the consumer’s welfare is not protected, and the act or practice either causes injury to consumers and it is not avoidable by consumers.

Most recently, on May 29, 2019 the Net Neutrality Experts’ Roundtable Series published its Process Report, which states that the internet needs a stable environment to thrive and the political ping-pong is damaging both companies and consumers.¹⁷² The report stresses the need for sustainable solutions that enhance core values of global and open internet. For this purpose, the NN Principles aim to form the basis for a comprehensive and sustainable legislation in the US.¹⁷³

Prior to this Report, the ISOC laid out some guiding principles on its “Network Neutrality: An Internet Society Public Policy Briefing” dated 2015. The briefing emphasizes the importance of enabling access, choice, and transparency in empowering users to benefit from access to services, applications, and online content.¹⁷⁴

¹⁷³ These principles show that stakeholders agree with the purpose of the possible NN legislation, which is to “ensur[e] that Internet users are able to access the content they want, when they want” and that “there should be a legislative framework for net neutrality that clearly and explicitly protects the interests of Internet users while fostering an environment that encourages investment in innovation.” “Net Neutrality Experts’ Roundtable Series Process Report”. 2019. Internet Society. https://www.internetsociety.org/wp-content/uploads/2019/05/Net-Neutrality-Experts-Round-Tables_Process-Report.pdf
6.2. **ICANN**

The Internet Corporation for Assigned Names and Numbers (ICANN), the domain name system technical body that is also described as the “telephone book of internet” stays more on the technical side of the internet infrastructure. Therefore, the political and regulatory wavings have no impact on ICANN’s work as the CEO of ICANN explained. Consequently, ICANN has neither showed any support on NN debates, nor published any opinion about how the NN policy should be shaped.

6.3. **IGF**

The Internet Governance Forum (IGF) is a multistakeholder platform, where people from various backgrounds meet annually to discuss public policy issues relating to the internet. Within the scope of these policy debates, various stakeholders formed a working group called “Dynamic Coalition on Network Neutrality”, which aims to contribute to the elaboration of best practices, policies, and regulations on NN. The Dynamic Coalition on NN has been gathering annually at the IGF and this year it will be held on the 26th of November, in Berlin. The Coalition believes that NN plays a crucial role in making sure the internet is open, enhance human rights, promotes competition and equal opportunity, while spreading the benefits of the internet to everyone.

6.4. **ITU**

International Telecommunication Union (ITU) was founded in 1865 as the United Nations specialized agency for information and communication technologies (ICTs) to facilitate international connectivity in communications networks. As to NN, ITU has formed a group of experts to look at the issue of net neutrality. ITU stated that the debate around these issues are

---


177 For more information about the IGF is available at https://intgovforum.org/multilingual/tags/about.


179 More information about ITU is available at https://www.itu.int/en/about/Pages/default.aspx

not just about the right to access and impart information, they also include how telecommunication markets work as well.\footnote{Available at www.itu.int/ITU-D/treg/bestpractices.html} Therefore, ITU stated that this requires understanding the technical issues, its impacts on different stakeholders and possible outcomes of regulation.\footnote{ibid.}

ITU also asserted that due to the limited capacity of telecommunication networks and ever growing demand for data/bandwidth, traffic management is employed to “ensure that a basic quality of service is always available, meaning pure net neutrality is rare.”\footnote{“Understanding Net Neutrality.” ITU News, August 12, 2015. https://news.itu.int/understanding-net-neutrality/} However, due to various concerns about the transparency of the ITU’s decision-making process, experts such as the communications manager at Public Knowledge (PK) believe that the agency should stay out of major policy debates and be more concerned about internet access and deployment issues.\footnote{“Digital Rights Groups Ask ITU to Stay out of Net Neutrality Debate.” PCWorld, October 21, 2014. https://www.pcworld.com/article/2836892/digital-rights-groups-ask-itu-to-stay-out-of-net-neutrality-debate.html.}

7. **The Impact of NN and Network Bias Have on Internet Actors**

NN has considerable impact on different stakeholders, its effects on the Internet actors are beyond question; its absence results in Network Bias and touches everyone’s lives at different levels. The NN aims to preserve the internet’s open architecture, maintaining the user’s power of choice therefore enhancing their rights, fostering innovation by application providers, free competition, as well as protect fundamental rights including freedom of expression. Proponents of NN contend that promoting open access will also promote innovation and competition, and ensure the protection of fundamental rights such as freedom of expression and right to information. This chapter first provides a brief overview of end-users’ rights focusing on the EU Open Internet Regulation and BEREC Guidelines and further explains network biases’ effects on human rights. Lastly, it provides a concise summary of NN’s role in competition, touching on the economic aspect underscoring the importance of NN to promote business, innovation, and competition.
7.1. Perspective of End-Users

The internet is regarded as an “agnostic platform” especially regarding the online content available and the purposes such content can be used for, therefore, allowing end-users to decide freely how to make use of their applications. The EU Open Internet Regulation gives end-users “directly applicable right to access and distribute the lawful content and services of their choice via their Internet access service”. Article 3(1) of the EU Open Internet Regulation confers the following rights to end-users: “End-users shall have the right to access and distribute information and content, use and provide applications and services and use terminal equipment of their choice, irrespective of the end-user’s or provider’s location or the location, origin or destination of the information, content, application or service, via their internet access service.” Firstly, under Article 3(1) of the Regulation, the end-users are given the right to access and distribute information and content. For the purposes of the Regulation and BEREC Guidelines, this right, namely, having the right to “access and distribute” connote and indicate that the laws and rules set out in this Regulation are applicable to “sending” and “receiving” data over the IAS. In addition, BEREC Guidelines further confirm that “information and content” is intended to cover any type and form of data which can be sent or received over the IAS. Article 3(2) sheds light on the agreements/contracts between ISPs and end-users on commercial and technical terms and the characteristics of IAS such as price, data volumes, or speed. In addition to any such practice that may be deemed as “commercial” carried out by ISPs are permitted. However, such commercial practices are prescribed as not limit the exercise of the rights of end-users laid down in Article 3(1).

187 According to the Framework Directive,4 “end-user” means a user not providing public communications networks or publicly available electronic communications services. In turn, “user” means a legal entity or natural person using or requesting a publicly available electronic communications service. On that basis, BEREC understands “end-user” to encompass individuals and businesses, including consumers as well as CAPs. in BEREC Guidelines pg4 BoR (16)94.
188 Regulation (EU) 2015/2120, Article 3(1).
189 BEREC Guidelines on the Implementation by National Regulators of European Net Neutrality Rules, pg.8 BoR (16) 94 Draft
Although Article 3(1) recognizes the right to access and distribute information and content and to use and provide applications and services of their choice, in theory, for end-users to be able to exercise their rights additional details are provided in Recital 7 that further states “..End-users should be free to agree with providers of internet access services on tariffs for specific data volumes and speeds of the internet access service. Such agreements, as well as any commercial practices of providers of Internet access services, should not limit the exercise of those rights and thus circumvent provisions of this Regulation safeguarding open internet access.” As it can be seen Recital 7 emphasizes the importance of end users’ freedom to agree on the tariffs available to them.

Regarding the second component of Article 3(1), namely, with regard to the right to use and provide applications and services and ensuring that end-users enjoy this right without discrimination and further obstacles, the practical implications of this right is important to understand. BEREC Guidelines explain as follows: “use and provide” means that the right applies both to consumption and provision of applications and services. “Applications and services” mean both applications (including client and server software) as well as services. Therefore, as clarified by BEREC Guidelines, end-users encompass individuals and businesses, including consumers as well as CAPs (content and application providers). 190

Finally, the third component of end-users’ rights that are granted by the Regulation set out under Article 3(1), gives users the right to use terminal equipment of their choice. Looking at the terminology used Directive 2008/63/EC defines “terminal equipment” as “equipment directly or indirectly connected to the interface of a public telecommunication network”. 191 In considering whether end-users may use the terminal equipment of their choice, the Guidelines further provide that “NRAs should assess whether an ISP provides equipment for its subscribers and restricts the end-users’ ability to replace that equipment with their own equipment”. 192

190 BEREC Guidelines - CAPs make content (e.g. web pages, blogs, video) and/or applications (e.g. search engines, VoIP applications) and/or services available on the Internet. CAPs may also make content, services and applications available via specialized services.

191 More specifically, “the right to choose terminal equipment therefore covers equipment which connects to the interface of the public telecommunications network. This interface, the network termination point (NTP), is defined in Article 2 letter (da) of the Framework Directive (2002/21/EC), meaning the physical point at which a subscriber is provided with access to a public communications network.” See page of BEREC Guidelines 16, 94.

192 ibid.
The practice of restricting tethering, which allows an end-user to share the internet connection of a phone or tablet with other devices such as laptops, can be a good example for this, such practice is most probably would be regarded as a restriction on choice of terminal equipment since under Recital 5, ISPs “should not impose restrictions on the use of terminal equipment connecting to the network in addition to those imposed by manufacturers or distributors of terminal equipment in accordance with Union law.”\textsuperscript{193} Having open access to the internet, being able to access internet services freely allow end-users to access, communicate, find, deliver, and share content, information and internet applications. Generally, end-users are likely to expect internet traffic that they send and receive to be conveyed in a manner that is independent of its source, content, or destination and in a manner, which respects their privacy as well as their other rights.

The ever-growing success of the internet, the rapidly changing and developing technologies and the internet's role as a communications medium and an open free engine for “innovation and growth depends upon the continued enablement of new services and applications and end-user Internet traffic not being blocked or otherwise degraded by internet service providers or other actors in the internet ecosystem.” Making free and informed choices and respect for the principle of transparency have great impact on end user’s internet experience. This is because through these, end-users are allowed to be in control of their own internet experience, and in that way they are allowed to benefit from, and participate in, the open internet. Internet subscribers may choose to block, prioritize, or otherwise change internet traffic they send or receive but do not expect to have these choices made for them by third parties without their consent.\textsuperscript{194}

\section*{7.2. Human Rights Perspective}

The debates and issues around NN and open internet access\textsuperscript{195} have a human rights aspect as well, put differently, undermining the principle of NN and having network bias have tangible impact on

\textsuperscript{193} This example is taken from the BEREC Guidelines on the Implementation by National Regulators of European Net Neutrality Rules, BoR (16) 94 Draft, 2016. pg.8.
\textsuperscript{194} ibid.
internet users’ enjoyment of human rights. Freedom of opinion, freedom of expression and the right to information are fundamental human rights and are widely recognized as forming the cornerstones of democracy.\(^{196}\) These rights and freedoms are some of the bedrock constituents of Universal Declaration of Human Rights (‘UDHR’)\(^{197}\), firstly, Article 19 of the UDHR states as follows: “Everyone has the right to freedom of opinion and expression; this right includes freedom to hold opinions without interference and to seek, receive and impart information and ideas through any media and regardless of frontiers”.\(^{198}\)

Also, Article 11 of the Charter of Fundamental Rights of the European Union\(^{199}\) recognizes freedom of expression and information as one of the essential fundamental rights by stating that “(1) Everyone has the right to freedom of expression. This right shall include freedom to hold opinions and to receive and impart information and ideas without interference by public authority and regardless of frontiers. (2) The freedom and pluralism of the media shall be respected.” In addition, the freedom to receive and impart information is guaranteed by Article 10 of the Convention for the Protection of Human Rights and Fundamental Freedoms of the Council of Europe.\(^{200}\) Article 10 of the European Convention on Human Rights\(^{201}\) provides as follows: “(1) Everyone has the right to freedom of expression. This right shall include freedom to hold opinions and to receive and impart information and ideas without interference by public authority and


\(^{198}\) ibid.


\(^{201}\) ibid.
regardless of frontiers. This Article shall not prevent States from requiring the licensing of broadcasting, television or cinema enterprises.”

In 2014, the Council of the European Union adopted “the EU Human Rights Guidelines on Freedom of Expression Online and Offline” that gives further information on how the basic principles should be applied and implemented in a democratic society. Although freedom of expression is a globally recognized fundamental right, it is noteworthy to mention that the mere recognition of fundamental rights in theory does not necessarily mean that individuals are allowed to enjoy their rights in their daily lives. The intersection between the NN and the freedom of expression is a great example where one can observe despite this fundamental right’s recognition citizens may be deprived of their enjoyment of their rights and freedoms. A United Nations report states that disconnecting people from the internet constitutes a human rights violation and in fact should be considered being against international law.

Right to information is strongly interconnected with the freedom of expression and right to access internet since in the absence of any of these in online environments, the other rights will directly be affected. Belli contends that, “the very design of the original Internet architecture was not
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202 https://www.echr.coe.int/Documents/Convention_ENG.pdf “Article 10 (2) The exercise of these freedoms, since it carries with it duties and responsibilities, may be subject to such formalities, conditions, restrictions or penalties as are prescribed by law and are necessary in a democratic society, in the interests of national security, territorial integrity or public safety, for the prevention of disorder or crime, for the protection of health or morals, for the protection of the reputation or rights of others, for preventing the disclosure of information received in confidence, or for maintaining the authority and impartiality of the judiciary.”


only instrumental to allow thousands of heterogeneous networks to interoperate, but also played a key role allowing end-users to fully enjoy freedom of expression and innovation”. Regarding the right to freedom of expression, for internet users, to be able to enjoy their right to freedom of expression, first of all, they need to be able to communicate with others, so that they can express themselves. In today’s world, most of our daily communication and interaction with others are “made possible through a wide array of communications outlets including the Internet”. The preservation of free speech rights on the Internet has been cited as a reason for mandating net neutrality.

Open internet access and NN are crucial for such protection, in the absence of open and non-discriminatory internet access, practices that undermine the core principles explained in Chapter IV would create great risks, resulting in an unbalanced, weak, and unsustainable model for the future. This model would certainly jeopardize users’ rights and freedoms. Predominantly, discussions surrounding NN focus on the effects that ITM practices realized by network operators can have crucial effects and negative impacts on users’ rights and, mainly, on their ability to, without difficulty, look for, find, receive and impart information or ideas of other Internet users. Certain ITM techniques are indeed targeted at discriminating against specific content, applications, and services. Thus, such techniques can possibly, and most likely, to significantly restrict, put obstacles to the end users’ internet experience and affect their rights and freedoms negatively.

Although mainly the discussions about the principle of NN and fundamental rights are taken into consideration with a strong emphasis on the right to freedom of expression, other rights including the right to privacy and right to data protection be enhanced through allowing users to benefit from a neutral network, ensuring a safe, open, transparent internet ecosystem where the principles entirely. The Special Rapporteur considers cutting off users from internet access, regardless of the justification provided, including on the grounds of violating intellectual property rights law, to be disproportionate and thus a violation of article 19, paragraph 3, of the International Covenant on Civil and Political Rights.


208 ibid.


presented in Chapter IV are made a priority. Accordingly, the Regulation 2015/2120 clearly states that it “respects the fundamental rights and observes the principles recognized in particular by the Charter, notably the protection of personal data, the freedom of expression and information, the freedom to conduct a business, non-discrimination and consumer protection.”

Information and communication technologies and internet use are undeniably ubiquitous in people’s daily lives and indeed became an important part of their lives offering many opportunities for the fulfilment of human rights and for social and economic development. It is therefore of utmost importance that network bias, non-discriminatory access to internet and accordingly to information and freedom of expression as well as other relevant human rights for all individuals online must be guaranteed and safeguarded. It is noteworthy to remember that freedom of expression is a fundamental human right and its recognition nor its legitimacy is not even open to debate. However, on the other hand, NN, not being an absolute principle, its limitations should be foretold and anticipated. Nevertheless, considering NN’s instrumental and influential role in order to protect Internet users’ rights, it is crucial to mention that exceptions to this principle where limitations are brought should merely be permitted “when necessary and proportionate to the achievement of a legitimate aim.”


212 “EU Human Rights Guidelines On Freedom Of Expression Online And Offline”. 2014. Eeas.Europa.Eu. https://eeas.europa.eu/sites/eeas/files/eu_human_rights_guidelines_on_freedom_of_expression_online_and_offline_en.pdf. (Promoting and respecting human rights in cyberspace and other information and communication technologies: “The EU will: a) Advocate for the application of all human rights, including the right to freedom of opinion and expression, both offline and online. b) Support the efforts of third countries to increase and improve their citizens' access to and safe use of the Internet and digital communications. c) Promote unhindered, uncensored and non-discriminatory access to ICTs and online services for all, in accordance with international law. d) Work against any attempts to block, jam, filter, censor or close down communication networks or any kind of other interference that is in violation of international law. e) Provide technical support to individuals on the ground to help counter such attempts, when necessary. f) Continue work towards maintaining and strengthening the multi-stakeholder model for the governance of the Internet.”

In fact, these more recent activities build on earlier Council of Europe instruments such as the Committee of Ministers Recommendation on the public service value of the Internet.\textsuperscript{214} This value should be understood as people’s significant reliance on the Internet as an essential tool for their everyday activities (communication, information, knowledge, commercial transactions) and the resulting legitimate expectation that Internet services be accessible and affordable, secure, reliable and on-going.

Without a doubt, in the internet ecosystem, the right and freedom to seek, receive and communicate information and ideas is directly reflected on users’ ability to freely and openly access and share content, applications and services, using the device of their choice, without being unjustifiably affected by discriminatory delivery of Internet traffic.\textsuperscript{215}

7.3. Business and Economic Perspective

One of the main issues discussed on NN is its impact on businesses, economies as well as competition due to the rapidly changing and developing business world, particularly with the shift in business models, technological trends and the evolving role of new content and application providers in the market. More complication appears when the long term and fundamental freedom and their link with unrestricted access to “the internet” are brought under the spotlight. Internet openness is essentially beneficial for consumers since internet openness likely to enhance levels of competition and innovation.\textsuperscript{216} Openness and accessibility are in the internet’s intrinsic nature, and therefore not adhering to these principles may mean weakening the internet itself. Practices and approaches that carry the risk to curb the open internet access as well as other features such as

\textsuperscript{214} Recommendation CM/Rec(2007)16 of the Committee of Ministers to member states on measures to promote the public service value of the Internet (Adopted by the Committee of Ministers on 7 November 2007 at the 1010th meeting of the Ministers’ Deputies) cited in https://rm.coe.int/1680783bca


\textsuperscript{216} Faulhaber, Gerald R, Gary Madden, and Jeffrey Petchey. 2012. Regulation And The Performance Of Communication And Information Networks. Cheltenham: E. Elgar.
the free flow of information in order to retain and tighten control bear the risk of facing the dramatic consequences from different aspects as discussed above.

Adopting an inclusive, or in other words, a non-discriminatory approach is vital in the Internet ecosystem to foster the free market dynamics. The NN principle embraces the inclusive nature of the internet and allows users of Internet to freely access services and share content and enjoy their rights to freely choose the content that they are going to share with other Internet users themselves in addition to applications and online services of their choice, when legally entitled to access or share such content. Accordingly, when such an approach is taken toward the Internet usage and the enjoyment of end-users’ rights are ensured and respected in the Internet governance ecosystem, the economies that live on today’s internet ecosystem and rapidly ameliorating technologies would prosper as well. In view of that, the market participants should avoid acting in an anti-competitive manner carrying the risk to affect consumers or competition negatively. To safeguard NN it is essential to preserve effective competition among providers of access services to the internet as well as in all other elements of the internet ecosystem to ensure transparency to end users by providing clear and meaningful information that facilitates informed consumer choices when matching offers with their heterogeneous demands. As discussed in the previous chapters, the impact of zero-rating programs on the internet actors should also be scrutinized on a case-by-case basis, keeping the potential benefits and advantages of zero-rating offerings in mind.

Proponents of NN are concerned broadband providers may use their infrastructure to block Internet websites, services, or protocols and eliminate competition, forcing consumers to use their services; whilst opponents often say service providers have no plans to block content or degrade network performance, even though there have been cases of this type of anti-competitive activity. Moreover, opponents contend that some data discrimination is necessary to guarantee quality of service.217 Those who support and believe in NN contend that Network Bias will result in major internet companies (many of which already hold substantial monopolies over customers' internet access) to squeeze smaller competitors out of the market and reduce consumer choice. To be able to benefit from the advantages Internet ecosystem brings for economic growth, business world, and innovation, it is crucial to adopt an approach that supports maintaining a broadly available,

fast, and robust Internet as a platform for economic growth, innovation, competition, and broadband investment and deployment.\textsuperscript{218}

NN and respecting the Internet's openness and promoting accessibility are believed to enhance and encourage innovation and competition. This is because an open internet guarantees that giant companies do not get an additional advantage over smaller companies, for example, small start-ups that are just founded; “it is a level playing field on the internet, where everything is delivered as fast as possible to the end user.”\textsuperscript{219} For Turkey, enhancing internet’s open nature and promoting it with the laws and regulations can help smaller, local Turkish content providers reach their intended audience without fear of being blocked or discriminated against. Thus, it could be concluded that such an approach would be beneficial for the economy and the content providers’ ecosystem. However, on the other hand, it is argued that NN can have negative effects on investment and innovation believing that NN can result in less network innovation. To give an example, the rise of bandwidth-heavy web services like video streaming and content downloads would mean that ISPs have less budget to use in order to upgrade their networks, if they can charge large companies such as Google for carrying their resource-intensive services, they could use the money they get from such companies to invest in their upgrading their networks and extending them beyond. However, ironically, looking at the statistics, there is available information which muddles this aspect of the discussion, the FCC’s own industry-funded research showed that while investment fell 2% in 2015 and 3% in 2016 under net neutrality, the largest ISP increased spending, as well as others.

On the one hand, proponents of the NN principle argue that operators could prefer to utilize discriminatory ITM measures to block or downgrade the content, applications, and services that compete with their own offerings, or with the offerings of their commercial partners, and therefore this would get in the way of free competition and undermine the competition in the ecosystem.\textsuperscript{220}

With regard to competition, FCC’s set of policy principles adopted in 2013 can be given as an

example, stating that “to encourage broadband deployment and preserve and promote the open
and interconnected nature of the public Internet, consumers are entitled to competition among
network providers, application and service providers, and content providers (getting competition
among network providers, applications and service and content providers).”

Besides, according to the opponents, there is no current problem, competition is sufficient to ensure
and therefore, commercially negotiated arrangements will not negatively affect consumers, and
net neutrality regulation will discourage investment in network infrastructure. Stressing the
fundamental role competition plays, the EU framework, and revised rules put forward the tools to
make this competition effective, addressing market failures and empowering the customer
(representing the demand side of this two-sided market). Furthermore, accordingly, the need for
NRA’s promotion and support “the ability of end users to access and distribute information or run
applications and services of their choice” is overtly underscored. Also, the Digital Agenda
proposes to better exploit the potential of ICTs in order to foster innovation, economic growth and
progress and therefore openly addressing the importance of the economic aspect by explicitly
referring to it in the Digital Agenda.

Different countries have different perspectives and it is noteworthy to state that a “one size fits all”
approach would not best benefit every country in the same way since each can have distinct
dynamics; however, it is also a fact that the Internet is a global concept and regulating internet
access should respect Internet’s nature and thus promote access and openness, while encouraging
network operators and Internet players to innovate and deliver the ample range of services
demanded by customers, ensure an adequate user experience that meets the expectations and
promote the goal of universal internet connectivity.

Network Neutrality, Technology and Regulatory Approaches, Boston University PhD Thesis, available at:
5d663bc06f66d.pdf

222 See Yilmaz, Ramazan. “Network Neutrality, Technology and Regulatory Approaches”, Boston University PhD
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223 “Net Neutrality Expert Working Group”, n.d., accessed September 12, 2019,
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From a commercial aspect, having the opportunity to offer commercially differentiated options, including specialized services (as explained in Chapter 4) while providing strong protections maintaining and enhancing open, free, and robust Internet access services can play an important role benefiting the business world in general. This is because provision of these would help to develop the novel new business models that may not have been foreseen or anticipated beforehand along the digital value chain have to be preserved as a mean to increase customer choice. Allowing customers different choices may promote competition while offering customers different options.

In general, as Hogendorn points out open access requires openness of channels such as TV cable and DSL to intermediaries, whereas the NN principle requires openness to advanced content such as streaming videos. BEREC report on differentiation practices and related competition issues in the scope of net neutrality report examines which differentiation practices may or may not in principle harm the user’s interest and have a negative impact on competition and innovation, both in electronic communications markets (‘networks’) and in content, application and services markets (‘content’). “Reasonable Internet traffic management is justified provided it is done in a transparent, non-discriminatory and proportionate manner.”

Source: BEREC Report on the Data Economy BoR (19) 106 pg. 6
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---


In the Regulation (EU) 2015/2120 it is explicitly stated that the rules and laws set out aim “to protect end-users and simultaneously to guarantee the continued functioning of the internet ecosystem as an engine of innovation”.\textsuperscript{228} These are some of the examples where it can be seen that open internet access and relevant rules relating to the principle of NN are associated with innovation and competition and are explicitly recognized in the legal framework set out.

Overall, it could be concluded that in line with the above discussed perspectives, namely, end-users’ rights and human rights perspectives, open internet access and respecting the principle of NN allows users to enjoy their fundamental rights to access and distribute information, but also enables “businesses to reach consumers and thus access was vital for competition and innovation.”\textsuperscript{229} Therefore, when creating a framework with regard to NN, it is crucial that the role it plays in competition and innovation, affecting the business world and the overall economy should be taken into account.

8. Conclusion

The NN is the basic principle that all online traffic should be treated equally.\textsuperscript{230} Today, the question of how NN should be regulated is still one of the most complex internet governance related topics both in the EU and the US as well as other countries all around the world. This question is inevitable since the internet has become a part of people’s lives and is linked to a wide range of multiple aspects that touch governments and citizens including but are not limited to fundamental rights and competition. The reason for the complexity regarding the regulation of NN and that its being one of the most debated topics in internet governance ecosystem stem from the fact that the stakes are especially high for the ideal of networked deliberative democracy, where ISPs seize every opportunity to exercise its power both on content and networks.\textsuperscript{231} Furthermore, it appears to be a burdensome and a challenging task to define NN, because ironically enough, even though


\textsuperscript{229} ibid.


the FCC’s 2015 Open Internet Order and the FCC’s 2018 Restoring Internet Freedom Order regulates NN at a pendulum’s opposite ends, they both argue for an open and free internet that is also visible from these orders’ names.

The role and importance of NN, relating concepts such as maintaining open internet access and ensuring connectivity have been discussed in the Report. This Report carried out the discussions rotating around NN by specifically focusing on the main themes of the relationship between NN and, connectivity and access; NN principles, exemptions, and the relationship between NN and zero-rating programs; regulatory approach of different countries to NN; reflections of international organizations; and finally, the impact of NN and network bias on internet actors. The main objective of this Report was to shed light on the issues surrounding regulating NN and provide a roadmap for Turkey in the future. As stated above and discussed in detail in Chapter 5 covering different jurisdictions including Turkey; there is a lack of regulation or any guidance in Turkish legislation concerning the principle of NN. Overall, NN researchers believe that neither NN principles nor its controversies will disappear because of its progressive nature and its importance in today’s modern society.232

It is expected that many contested NN topics such as exemptions, how to preserve user rights, and managing the competing policy priorities and interests of stakeholders will occupy the NN policy making agenda in the EU and the US in the coming years.233 This occupation will not be limited to the EU and the US, and it will surely affect other jurisdictions in the world, calling for a thorough discussion, careful consideration and possible solutions. The constant struggle of shifting power between relative stakeholders (ISPs, users, regulators, etc.) seems to continue because of the NN’s political and complex nature. The history has proved that none of the NN regulations can be taken for granted, therefore, each time the pendulum swings to the opposite end, the balance between stakeholders likely will change. It is a question of mystery whether regulators can come up with a neutral approach to NN in a way that balances the pendulum’s swing in the future.


233 ibid.
As it is discussed in the previous Chapters, debates around NN are multifaceted, which includes but is not limited to the topics below:

- blocking,
- traffic management,
- quality of service,
- competition,
- preferential treatment of specific (types of) content,
- congestion management and capacity planning and provisioning,
- application of the antitrust doctrines on refusals to deal, non-discrimination and unfair pricing,
- relevant market definition and assessment of market power,
- scope of the EU Regulatory Framework for Electronic Communications,
- incentives of market players to invest and innovate,
- pluralism on the Internet,
- the aims of competition law enforcement,
- application of competition law to the “new economy”,

The above-mentioned topics, in fact, shows the depth and complexity of the principle of NN, making one of the most debated topics of the current internet governance issues. Therefore, it is not an easy task to come up with a regulation that is well rounded, adheres to users’ rights but does not hinder competition. There are lessons to learn from both of these geographies’ approach to NN. Especially for countries like Turkey, that is relatively at the beginning of its journey in regulating NN. Accordingly, to be able to achieve to adopt a balanced and optimum approach, best practices may be drawn from these very different two political approaches. Even though Turkey has taken some steps towards preserving NN principles, there is still so much to do in making sure the open nature of the internet and users’ rights are preserved. After carefully considering the needs of today’s modern society and the opportunities, Turkey may take the optimal approach in determining its stance and practices on regulating NN. Taking into account the developments around the world as well as the recently increasing discussions concerning different approaches adopted globally and the role of internet in today’s modern society, we opine that Turkey should
break its silence regarding NN through which multi-stakeholder debate is initiated to determine Turkey’s strategic position in terms of NN.

In short, we believe that it may be ideal for Turkey to decide to take the necessary steps in order to align with the EU’s approach and the EU’s Open Internet Regulation, on its path to EU harmonization and a digital single market strategy. We note that potentially, the reason for the lack of steps or attempts to regulate NN may be a result of the insufficient demand from the Turkish public. However, it should be noted that, the need to regulate NN, as it has already become a soaring topic globally, and which already realized in the EU, would undoubtedly appear in Turkey, but not without potential harm to end-users or the market in general. Although there are no alarming circumstances in Turkey or any harm proven to have actualized due to the lack of NN regulation, there are undoubtedly potential possible threats menacing to put the rights of end-users as well as connectivity, accessibility, openness, and neutrality of the internet at risk. Even though the Turkish ISPs’ practices or the Turkish public have not initiated nor actively encouraged the need to regulate NN in Turkey, it is clear that demand and necessity, act as the driving forces for a regulatory authority to enact regulation in relation to responding to largely existing, contemporary circumstances. Nevertheless, with regard to regulatory strategy, it should be kept in mind that the future scenarios in which currently existing circumstances might quickly change and potentially harm the values, which the Regulation was meant to protect, even before there is time to adjust the Regulation with respect to the recent developments. The change is inevitable and there are risks attached to it. Hence, not regulating NN in Turkey may be considered as a decision of regulatory strategy, to bear any risks that may actualize by the virtue of the regulatory absence.

Consequently, we believe that rather than a light touch approach that is adopted by the US, we believe that a regulation with clear exemptions that preserves the users’ rights, enhances the internet’s open nature, and allows fair competition likely will be more beneficial for Turkey’s future NN regulatory directions. Any attempt in drafting a new regulation along these lines may take the EU’s current regulations into account and build on top of its best practices, so that Turkey can do better in applying more transparent rules that both protect the users and the economy.
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APPENDIX A

European Union Electronic Communications Code (ECC)

“Articles and Recitals Regarding NN and Open Internet Principles”

<table>
<thead>
<tr>
<th>Recital / Article No(^{234})</th>
<th>Text</th>
</tr>
</thead>
<tbody>
<tr>
<td>Recital 13</td>
<td>In accordance with the principle of technology neutrality, other technologies and transmission media should not be excluded, where they compare with that baseline scenario in terms of their capabilities. The roll-out of such ‘very high capacity networks’ is likely to further increase the capabilities of networks and pave the way for the roll-out of future wireless network generations based on enhanced air interfaces and a more densified network architecture.</td>
</tr>
<tr>
<td>Recital 23</td>
<td>The regulatory framework should, in addition to the existing three primary objectives of promoting competition, the internal market and end-user interests, pursue an additional connectivity objective, articulated in terms of outcomes: widespread access to and take-up of very high capacity networks for all citizens of the Union and Union businesses on the basis of reasonable price and choice, effective and fair competition, open innovation, efficient use of radio spectrum, common rules and predictable regulatory approaches in the internal market and the necessary sector-specific rules to safeguard the interests of citizens of the Union. For the Member States, the national regulatory and other competent authorities and the stakeholders, that connectivity objective translates, on the one hand, into aiming for the highest capacity networks and services economically sustainable in a given area, and, on the other, into pursuing territorial cohesion, in the sense of convergence in capacity available in different areas.</td>
</tr>
</tbody>
</table>

\(^{234}\) This list is not exclusive, there may be other recitals and articles that are related to NN and open internet principles.
<p>| Recital 26 | Both <strong>efficient investment and competition</strong> should be encouraged in tandem, in order to <strong>increase economic growth, innovation and consumer choice</strong>. |
| Recital 27 | Competition can best be fostered through an economically efficient level of investment in new and existing infrastructure, complemented by regulation, where necessary, to achieve <strong>effective competition</strong> in retail services. An efficient level of infrastructure-based competition is the extent of infrastructure duplication at which investors can reasonably be expected to make a <strong>fair return based on reasonable expectations</strong> about the evolution of market shares. |
| Recital 28 | It is necessary to give appropriate incentives for investment in new very high capacity networks that support innovation in content-rich internet services and strengthen the international competitiveness of the Union. Such networks have enormous potential to deliver benefits to consumers and businesses across the Union. It is therefore vital to promote sustainable investment in the development of those new networks, while <strong>safeguarding competition, as bottlenecks and barriers to entry remain at the infrastructure level</strong>, and boosting consumer choice through regulatory predictability and consistency. |
| Recital 36 | This Directive does not include substantive provisions on open internet access or roaming and is without prejudice to the allocation of competences to national regulatory authorities in Regulation (EU) No 531/2012 of the European Parliament and of the Council (2) and in Regulation (EU) 2015/2120. However, this Directive provides, in addition, for national regulatory authorities to be competent for <strong>assessing and monitoring closely market access and competition issues which potentially affect the rights of end-users to an open internet access</strong>. |
| Recital 102 | Optimal use of radio spectrum resources depends on the availability of appropriate networks and associated facilities. In that regard, Member States should aim to ensure that, where national regulatory or other competent authorities apply fees for rights of use for radio spectrum and for the rights to install facilities, they take into consideration the need to facilitate continuous infrastructure development with a view to achieving the most efficient use of the resources. Member States should seek to ensure the application, to the best extent possible, of arrangements for the payment of the fees for rights of use for radio spectrum linked with the actual availability of the resource in a manner that supports the investments necessary to promote such infrastructure development and the provision of related services. The payment arrangements should be specified in an <strong>objective, transparent, proportionate and non-discriminatory manner before opening procedures for the granting of rights of use for radio spectrum.</strong> |
| Recital 103 | It should be ensured that procedures exist for the granting of rights to install facilities that are <strong>timely, non-discriminatory and transparent, in order to guarantee the conditions for fair and effective competition.</strong> This Directive is without prejudice to national provisions governing the expropriation or use of property, the normal exercise of property rights, the normal use of the public domain, or to the principle of neutrality with regard to the rules in Member States governing the system of property ownership. |
| Recital 107 | Radio spectrum is a scarce public resource with an important public and market value. It is an essential input for radio-based electronic communications networks and services and, insofar as it relates to such networks and services, should therefore be efficiently allocated and assigned by national regulatory or other competent authorities in accordance with harmonised objectives and principles governing their action as well as to <strong>objective, transparent and non-discriminatory criteria, taking into account the democratic, social, linguistic and cultural interests related to the use of radio spectrum.</strong> Decision No |
| Recital 115 | <strong>Radio spectrum users should also be able to choose freely the services they wish to offer over the radio spectrum.</strong> On the other hand, measures should be allowed which require the provision of a specific service to meet clearly defined general interest objectives such as safety of life, the need to promote social, regional and territorial cohesion, or the avoidance of the inefficient use of radio spectrum to be permitted where necessary and proportionate. Those objectives should include the promotion of cultural and linguistic diversity and media pluralism, as defined by the Member States in accordance with Union law. Except where necessary to protect the safety of life or, by way of exception, to fulfil other general interest objectives as defined by the Member States in accordance with Union law, exceptions should not result in certain services having exclusive use, but should rather grant them priority so that, insofar as possible, other services or technologies could coexist in the same radio spectrum band. It lies within the competence of the Member States to define the scope and nature of any exception regarding the promotion of cultural and linguistic diversity and media pluralism. |
| Recital 116 | As the allocation of radio spectrum to specific technologies or services is an exception to the principles of technology and service neutrality and reduces the freedom to choose the service provided or technology used, any proposal for such allocation should be transparent and subject to public consultation. |</p>
<table>
<thead>
<tr>
<th>Recital 117</th>
<th>Where Member States decide, by way of exception, to limit the freedom to provide electronic communications networks and services based on grounds of public policy, public security or public health, Member States should explain the reasons for such a limitation.</th>
</tr>
</thead>
<tbody>
<tr>
<td>Recital 129</td>
<td><em>In deciding whether to renew already granted rights of use for harmonised radio spectrum, competent authorities should take into account the extent to which renewal would further the objectives of the regulatory framework and other objectives under Union and national law. Any such decision should be subject to an open, non-discriminatory and transparent procedure and based on a review of how the conditions attached to the rights concerned have been fulfilled.</em> When assessing the need to renew rights of use, Member States should weigh the competitive impact of renewing assigned rights against the promotion of more efficient exploitation or of innovative new uses that might result if the band were opened to new users. Competent authorities should be able to make their determination in this regard by allowing for only a limited duration for renewal in order to prevent severe disruption of established use. While decisions on whether to renew rights assigned prior to the applicability of this Directive should respect any rules already applicable, Member States should also ensure that they do not prejudice the objectives of this Directive.</td>
</tr>
</tbody>
</table>
The speed of internet access experienced by a given user depends on a number of factors, including the providers of internet connectivity as well as the given application for which a connection is being used. It is for the Member States, taking into account BEREC’s report on best practices, to define adequate broadband internet access in light of national conditions and the minimum bandwidth enjoyed by the majority of consumers within a Member State’s territory in order to allow an adequate level of social inclusion and participation in the digital economy and society in their territory. The affordable adequate broadband internet access service should have sufficient bandwidth to support access to and use of at least a minimum set of basic services that reflect the services used by the majority of end-users. To that end, the Commission should monitor the development in the use of the internet to identify those online services used by a majority of end-users across the Union and necessary for social and economic participation in society and update the list accordingly. The requirements of Union law on open internet access, in particular of Regulation (EU) 2015/2120, should apply to any adequate broadband internet access service.

| Recital 215 | promote connectivity and access to, and take-up of, very high capacity networks, including fixed, mobile and wireless networks, by all citizens and businesses of the Union; |
| Article 3/2 (a) | contribute to the development of the internal market by removing remaining obstacles to, and facilitating convergent conditions for, investment in, and the provision of, electronic communications networks, electronic communications services, associated facilities and associated services, throughout the Union, by developing common rules and predictable regulatory approaches, by favouring the effective, efficient and coordinated use of radio spectrum, open innovation, the establishment and development of trans-European networks, the provision, availability and interoperability of pan-European services, and end-to-end connectivity; |
| Article 3/2 (d) | promote the interests of the citizens of the Union, by ensuring connectivity and the widespread availability and take-up of very high capacity networks, including fixed, mobile and wireless networks, and of electronic communications services, by enabling maximum benefits in terms of choice, price and quality on the basis of effective competition, by maintaining the security of networks and services, by ensuring a high and common level of protection for end-users through the necessary sector-specific rules and by addressing the needs, such as affordable prices, of specific social groups, in particular end-users with disabilities, elderly end-users and end-users with special social needs, and choice and equivalent access for end-users with disabilities. |
| Article 3/4 (b) | ensure that, in similar circumstances, there is no discrimination in the treatment of providers of electronic communications networks and services; |
| Article 3/4 (d) | promote efficient investment and innovation in new and enhanced infrastructures, including by ensuring that any access obligation takes appropriate account of the risk incurred by the investing undertakings and by permitting various cooperative arrangements between investors and parties seeking access to diversify the risk of investment, while ensuring that competition in the market and the principle of non-discrimination are preserved; |
| Article 5/1 (e) | assessing and monitoring closely market-shaping and competition issues regarding open internet access; |
| Article 73/2 (c) | the need to ensure technology neutrality enabling the parties to design and manage their own networks |
| Article 73/2 (f) | the need to safeguard competition in the long term, with particular attention to economically efficient infrastructure-based competition and innovative business models that support sustainable competition, such as those based on co-investment in networks |
| Article 76/1 (d) | access seekers not participating in the co-investment can benefit from the outset from the same quality, speed, conditions and end-user reach as were available before the deployment, accompanied by a mechanism of adaptation over time confirmed by the national regulatory authority in light of developments on the related retail markets, that maintains the incentives to participate in the co-investment; such mechanism shall ensure that access seekers have access to the very high capacity elements of the network at a time, and on the basis of transparent and non-discriminatory terms, which reflect appropriately the degrees of risk incurred by the respective co-investors at different stages of the deployment and take into account the competitive situation in retail markets; |
### APPENDIX B

**BEREC Guidelines on the Implementation by National Regulators of European Neutrality Rules**

**“Article 3 and Relevant Recommendations for NRAs”**

<table>
<thead>
<tr>
<th>Article and Subclause</th>
<th>Context/Text of the Article</th>
<th>BEREC’s Recommendations to NRAs</th>
</tr>
</thead>
</table>
| Article 3(1)          | Lists the rights of end-users: (i) access and distribute information and content, (ii) use and provide applications and services, and (iii) user terminal equipment of their choice | - In considering whether end-users may use the terminal equipment of their choice, NRAs should assess whether an ISP provides equipment for its subscribers and restricts the end-users’ ability to replace that equipment with their own equipment.  
- NRAs should consider whether there is an objective technological necessity for the obligatory equipment to be considered as part of the ISP network. If there is not, and if the choice of terminal equipment is limited, the practice would be in conflict with the Regulation. |
| Article 3(2)          | Limits on the commercial and technical contractual conditions that may be applied to IAS, and the commercial practices of ISPs providing IAS | - When assessing whether an ISP limits the exercise of the rights of end-users, NRAs should consider to what extent end-users’ choice is restricted by the agreed commercial and technical conditions or the commercial practices of the ISP. BEREC considers that a comprehensive assessment of such commercial and technical conditions may be required. |
| Article 3(3), first subparagraph | Constrains ISP’s traffic management practices by requiring ISPs to treat all data traffic equally when providing internet access services, without | - In assessing whether an ISP complies with this principle, NRAs should apply a two-step assessment: (i) assess whether all traffic is treated equally, (ii) assess whether situations are comparable or different and whether there are objective grounds which could justify a different treatment of different |
discrimination, restriction or interference irrespective of the sender and receiver, the content accessed or distributed, the applications or services used or provided, or the terminal equipment used situations.

- NRAs should ensure that traffic on an IAS is managed: (i) “without discrimination, restriction or interference”, (ii) “irrespective of the sender and receiver, the content accessed or distributed, the applications or services used or provided, or the terminal equipment used”.

- NRAs should take into account that equal treatment does not necessarily imply that all end-users will experience the same network performance or quality of service (QoS). Thus, even though packets can experience varying transmission performance, packets can normally be considered to be treated equally as long as all packets are processed agnostic to sender and receiver, to the content accessed or distributed, and to the application or service used or provided.

- NRAs should consider network-internal mechanisms of ISPs which assist endpoint-based congestion control to be in line with equal treatment, and therefore permissible, as long as these network-internal mechanisms are agnostic to the applications running in the endpoints and a circumvention of the Regulation does not take place.

<table>
<thead>
<tr>
<th>Article 3(3), second subparagraph</th>
<th>Establishes that the providers of internet access services can implement reasonable traffic management measures, which are transparent, non-discriminatory and proportionate.</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>- In considering whether a traffic management measure is reasonable, NRAs should assess whether the traffic management measure is transparent, non-discriminatory and proportionate.</td>
</tr>
<tr>
<td></td>
<td>- NRAs should require ISPs to provide transparent information about traffic management practices and the impact of these practices.</td>
</tr>
<tr>
<td></td>
<td>- When considering whether a traffic management measure is reasonable, NRAs should assess whether the traffic management measure is transparent, non-discriminatory and proportionate.</td>
</tr>
<tr>
<td>Article 3(3), third subparagraph</td>
<td>Establishes that the providers of internet access services cannot engage in traffic management measures going beyond those set out in the second subparagraph, and in particular shall not block, slow down, alter, restrict, measure is non-discriminatory, NRAs should consider the following: objectively different situations should be treated differently and similar technical requirements should receive similar treatment.</td>
</tr>
<tr>
<td>---</td>
<td>---</td>
</tr>
<tr>
<td></td>
<td>- When considering whether a traffic management measure is proportionate, NRAs should consider the following: there has to be a legitimate aim, the measure has to be suitable to achieve this aim, the measure has to be necessary to achieve this aim, there is not a less interfering and equally effective alternative way of managing this aim, and the measure has to be appropriate.</td>
</tr>
<tr>
<td></td>
<td>- In assessing whether a traffic management measure is reasonable, NRAs should assess the justification put forward by the ISP.</td>
</tr>
<tr>
<td></td>
<td>- In assessing traffic management measures, NRAs should ensure that such measures do not monitor the specific content.</td>
</tr>
<tr>
<td></td>
<td>- In assessing traffic management measures, NRAs should take into account that such measures shall not be maintained longer than necessary.</td>
</tr>
<tr>
<td></td>
<td>- In assessing ISP’s practices, NRAs should take the following non-exhaustive principles into account: no blocking, no slowing down, no alteration, no restriction, no interference with, no degradation, and no discrimination.</td>
</tr>
<tr>
<td></td>
<td>- Article 3(3) (a): If an ISP applies traffic management measures which cannot be regarded as reasonable, NRAs should assess whether an ISP does so because it has to do so for legal reasons, namely to comply with the legislation or measures by public authorities.</td>
</tr>
<tr>
<td>Article 3(4)</td>
<td>Sets out the conditions under which traffic management measures may entail the processing of personal data, which are: (i) necessity, and (ii) proportionality to achieve the objectives set out in paragraph 3</td>
</tr>
<tr>
<td>Article 3(5), first subparagraph</td>
<td>Establishes that providers of electronic communications to the public, including providers</td>
</tr>
</tbody>
</table>

- NRAs should verify whether the application could be provided over IAS at the specific levels of quality which are objectively necessary in relation to the application, or whether they are instead set up in specified in that exception.

- Article 3/3 (b): NRAs should consider that, in order to identify attacks and activate security measures, the use of security monitoring systems by ISPs is often justified. In order for this exception to be exploited by the ISPs, NRAs should carefully assess whether the requirements of this exception are met and to request that ISPs provide adequate justifications when necessary.

- Article 3/3 (c): When assessing congestion management exceptions under (c), NRAs should refer to the general criteria of strict interpretation and proportionality set out in Article 3(3) third subparagraph. Furthermore, NRAs should check that congestion management is not used to circumvent the ban on blocking, throttling and discrimination. NRAs should consider whether throttling of traffic, as opposed to blocking of traffic, would be sufficient and equally effective to manage congestion.

- NRAs should assess whether the processing of personal data undertaken by ISPs is necessary and proportionate to achieve the objectives set out in Article 3(3).

- The competent national authority should assess whether the processing of personal data complies with Union law on data protection.
| Article 3(5), second subparagraph | Establishes that providers of electronic communications to the public, including providers of internet access services, may offer or facilitate such services only if the network capacity is sufficient to provide them in addition to any internet access services provided. Such services shall not be usable or offered as a replacement for internet access services, and shall | of internet access services, and providers of content, applications and services shall be free to offer services other than internet access services which are optimised for specific content, applications or services, or a combination thereof, where the optimisation is necessary in order to meet requirements of the content, applications or services for a specific level of quality. | order to circumvent the provisions regarding traffic management measures applicable to IAS, which would not be allowed.  
- When assessing whether the practices used to provide specialised services comply with Article 3(5) first subparagraph, NRAs should apply the approach set out in paragraphs 108-115).  
- NRAs could request from the provider relevant information about their specialised services.  
- NRAs should verify whether, and to what extent, optimised delivery is objectively necessary to ensure one or more specific and key features of the applications, and to enable a corresponding quality assurance to be given to end-users.  
- NRAs should assess whether, in order to ensure the quality of specialised services, ISPs have ensured sufficient network capacity for both any IAS offers provided over the infrastructure and for specialised services. If not, provision of specialised services would not be allowed under the Regulation.  
- NRAs could request information from ISPs regarding how sufficient capacity is ensured, and at which scale the service is offered.  
- NRAs should assess whether or not there is sufficient capacity for IAS when specialised services are provided, for example, by performing measurements of IAS.  
- NRAs could assess whether the provision of specialised services reduces general IAS quality by |
not be to the detriment of the availability or general quality of internet access services for end-users

- lowering measured download or upload speeds or, for example, by increasing delay, delay variation or packet loss.
- NRAs should intervene if persistent decreases in performance are detected for IAS.
- NRAs should assess whether a specialised service is a potential substitute for the IAS, and if the capacity needed for their provision is to the detriment of the capacity available for IAS.
- In deciding whether a specialised service is considered as a replacement for an IAS, one important aspect that NRAs should assess is whether the service is actually providing access to the internet but in a restricted way, at a higher quality, or with differentiated traffic management. If so, this would be considered a circumvention of the Regulation.
APPENDIX C
“Article 4 and Relevant Recommendations for NRAs”

<table>
<thead>
<tr>
<th>Article and Subclause</th>
<th>Context</th>
<th>BEREC’s Recommendations to NRAs</th>
</tr>
</thead>
</table>
| Article 4 (1)         | Establishes that providers of internet access services shall ensure that any contract which includes internet access services specifies the minimum information listed in the article | - NRAs should ensure that ISPs include relevant information referred to in Article 4(1) (a) to (e) in a clear, comprehensible and comprehensive manner in contracts that include IAS, and publish that information, for example on an ISP’s website.  
- NRAs should also note that the transparency requirements laid down here are in addition to the measures provided in directive 2002/22/EC (the Universal Service Directive).  
- NRAs should look to ensure that ISPs adhere to the following practices in order to ensure that the information is clear and comprehensible: easily accessible and identifiable, accurate and up to date, meaningful to end-users, should not create an incorrect perception of the service provided, should be comparable.  
- NRAs should ensure that ISPs include in the contract and publish the information referred to in Article 4(1) (a) to (e). The first part should have a high level (general) information, and the second part should have more detailed information. |
| Article 4 (1) (a)     | Establishes that providers should provide information on how traffic | - NRAs should ensure that ISPs include in the contract and publish a clear and comprehensive explanation of traffic management measures applied in |
management measures applied by that provider could impact on the quality of the internet access services, on the privacy of end-users and on the protection of their personal data in accordance with the second and third subparagraphs of Article 3(3), including the following information: (i) how the measures might affect the end-user experience in general and with regard to specific applications, (ii) the circumstances and manner under which traffic management measures possibly having an impact as foreseen in Article 4(1) (a) are applied, and (iii) any measures applied when managing traffic which uses personal data, the types of personal data used, and how ISPs ensure the privacy of end-users and protect their personal data when managing traffic.

<table>
<thead>
<tr>
<th>Article 4 (1) (b)</th>
<th>Establishes that providers should provide a clear and comprehensible explanation as to how any volume limitation, speed and other quality of service parameters may in practice have an impact on internet access services, and in particular on the use of content, applications and services</th>
</tr>
</thead>
<tbody>
<tr>
<td>- NRAs should ensure that ISPs provide end-users with information which is effects-based. End-users should be able to understand the implications of these parameters to the usage of applications and whether certain applications cannot in fact be used due to the long delay or slow speed of the IAS. Categories of applications or popular examples of these affected applications could be provided.</td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Article 4 (1) (b)</th>
<th>Establishes that providers should provide a clear and comprehensible explanation of how any services referred to in Article 3(5) to which the end-user subscribes might</th>
</tr>
</thead>
<tbody>
<tr>
<td>- NRAs should ensure that ISPs include in the contract and publish clear and comprehensible information about how specialised services included in the end-user’s subscription might impact the IAS.</td>
<td></td>
</tr>
</tbody>
</table>
| Article 4 (1) (d) | Establishes that providers should provide a clear and comprehensible explanation of the minimum, normally available, maximum and advertised download and upload speed of the internet access services in the case of fixed networks, or of the estimated maximum and advertised download and upload speed of the internet access services in the case of mobile networks, and how significant deviations from the respective advertised download and upload speeds could impact the exercise of the end-users’ rights | - NRAs could set requirements on defining minimum speeds, for example that the minimum speed could be in reasonable proportion to the maximum speed.  
- NRAs could set requirements on defining maximum speeds, for example that they are achievable a specified number of times during a specified period.  
- NRAs could set requirements on defining normally available speeds, for example requiring that the normally available speed should be in reasonable proportion to the maximum speed.  
- NRAs could set requirements on how speeds defined in the contract relate to advertised speeds. |
| Article 4 (1) (e) | Establishes that providers should provide a clear and comprehensible explanation of the remedies available to the | - Remedies available to consumers as described in Article 4(1) (e) are defined in national law. Examples of possible remedies for a discrepancy are price reduction, early termination of the contract, damages, or rectification of the non-conformity of |
consumer in accordance with national law in the event of any continuous or regularly recurring discrepancy between the actual performance of the internet access service regarding speed or other quality of service parameters and the performance indicated in accordance with points (a) to (d).

NRAs should ensure that ISPs provide consumers with information specifying such remedies.

<table>
<thead>
<tr>
<th>Article 4 (2)</th>
<th>Providers of internet access services shall put in place transparent, simple and efficient procedures to address complaints of end-users relating to the rights and obligations</th>
</tr>
</thead>
<tbody>
<tr>
<td>- NRAs should ensure that ISPs adhere to certain good practices regarding procedures for addressing complaints, such as: informing end-users in the contract as well as on their website, in a clear manner, about the procedures put in place, including the usual or maximum time it takes to handle a complaint, and providing a description of how the complaint will be handled, etc.</td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Article 4 (3)</th>
<th>The requirements laid down in paragraphs 1 and 2 are in addition to those provided for in Directive 2002/22/EC and shall not prevent Member States from maintaining or introducing additional monitoring, information and transparency</th>
</tr>
</thead>
<tbody>
<tr>
<td>- This provision is aimed at Member States and no guidance to NRAs is required.</td>
<td></td>
</tr>
</tbody>
</table>
requirements, including those concerning the content, form and manner of the information to be published. Those requirements shall comply with this Regulation and the relevant provisions of Directives 2002/21/EC and 2002/22/EC.

**Article 4 (4)**

Any significant discrepancy, continuous or regularly recurring, between the actual performance of the internet access service regarding speed or other quality of service parameters and the performance indicated by the provider of internet access services in accordance with points (a) to (d) of paragraph 1 shall, where the relevant facts are established by a monitoring mechanism certified by the national regulatory authority, be:

- The Regulation does not require Member States or an NRA to establish or certify a monitoring mechanism. The Regulation does not define how the certification must be done. If the NRA provides a monitoring mechanism implemented for this purpose it should be considered as a certified monitoring mechanism according to Article 4(4).

- NRAs should consider BoR (14) 117 when implementing a measurement methodology. Measurements should mitigate, to the extent possible, confounding factors which are internal to the user environment, such as existing cross-traffic and the wireless/wireline interface.

- When implementing measurement methodologies, NRAs should consider guidance on methodologies developed during BEREC’s work on QoS in the context of Net Neutrality.

---

235 BoR (14) 117 “Monitoring quality of Internet access services in the context of net neutrality”
| deemed to constitute non-conformity of performance for the purposes of triggering the remedies available to the consumer in accordance with national law. |
APPENDIX D  
“List of the Relevant Legislation in Turkey Regarding Net Neutrality”

<table>
<thead>
<tr>
<th>Article and Subclause</th>
<th>Text and Brief Background Information</th>
<th>Commentary</th>
</tr>
</thead>
</table>
| Art. 4(1)(b)          | Electronic Communications Law, which is mostly drafted in line with EU Directive 2002/21/EC (EU Framework Directive), functions as the framework legislation governing electronic communications law. Article 4 regulates the principles which should be taken into account in regulation and provision of electronic communications services, similar in a sense to Article 8 and 9 of the EU Framework Directive:  
  b) Protection of consumer rights and their interests.  
  …  
  d) Ensuring non-discrimination among similarly-situated subscribers, users and operators, and ensuring that services are accessible to similarly-situated persons under the same conditions, except for presence of objective grounds or cases where facilitation is provided specifically | Arguably, sub-paragraph (j) is the provision most directly-related to NN. One can establish a clear link between “neutrality of provision and regulation of electronic communications services”, and the NN. The original language of the provision burdens the ICTA to maintain “impartiality” in executing its regulatory powers, and burdens operators to act “objectively” in provision of electronic communication services. Such principles may be interpreted in association with the main principles of NN, such as non-discrimination and non-prioritization.  
  “Equal treatment among similarly-situated users” is a frequently used terminology in the Turkish electronic communications legislation. Sub-paragraph (d) and other coinciding norms in the legislation facilitates a pro-net-neutrality approach for the ICTA and where applicable, for operators. The provision clearly prohibits discrimination among the same group of subscribers, users or operators, except for under objective conditions. Yet it does not demonstrate the entirety of NN, as clearly the provision does not cover discrimination against OTTs or websites. |

236  English translation of the Electronic Communications Law may be found at: https://www.unodc.org/res/cld/document/tur/electronic-communications-law_html/Electronic_Communications_Law_Turkey.pdf (Minor revisions were made in the English translation for clarity)
<table>
<thead>
<tr>
<th><strong>for people in need and under clearly defined scope and limits.</strong></th>
<th>Sub-paragraph (b) could also be considered as related to NN, since NN ultimately relates to “equal and non-discriminatory treatment of traffic in the provision of internet services and related end-users’ rights,” as stated in EU Regulation 2015/2120.</th>
</tr>
</thead>
<tbody>
<tr>
<td>j) Ensuring neutrality in provision of electronic communication services and relevant regulations.</td>
<td></td>
</tr>
</tbody>
</table>
| **Art. 14(1)(b)** | Article 14(1) lists a number of principles that the ICTA should take into account while regulating tariffs One of the principles is as follows:  

**b) Ensuring non-discrimination among similarly-situated subscribers on unjust grounds, without prejudice to cases of facilitation provided under clearly defined scope and limits, and specifically for people in need subject to Article 3(1)(c) of the Law no. 5369 [i.e., the Turkish Universal Service Law]** |
| Please see above. | |
| **Art. 16(5)** | Article 16 regulates that the ICTA, considering the free competition environment, may impose upon ISPs, the obligation to provide access to other operators in relation to electronic communications networks, infrastructure and/or services. Article 16(5) further stipulates that the ICTA may impose upon such operators additional obligations:  

*The Authority may require operators obliged to provide access, to assess other operators’ reasonable access requests in compliance with equality, nondiscrimination, transparency, clarity, and [for pricing] acting* |
<p>| Access requirements relate to inter-operator relations and do not directly affect the relation between operators and end-users. However, by regulating the commercial and technical conditions in agreements between operators, Art. 16(5) provides some level of alignment with Art. 3(2) of the Regulation (EU) 2015/2120. BEREC evaluates in its report that such provision aims to ensure that agreements between ISPs and end-users do not limit the exercise of end-users’ rights. The Turkish provision on the other hand, does not reach out to end-users, except for indirect consequences. Art. 16(5) provides that the ICTA is entitled to impose further requirements on operators already obliged to provide access, to ensure that operators do not discriminate between operators which request |</p>
<table>
<thead>
<tr>
<th>Art. 47</th>
<th>Right to receive equal service</th>
</tr>
</thead>
<tbody>
<tr>
<td>Operators are obliged to provide electronic communications services with equal conditions and in a non-discriminatory manner to consumers and end users which are under similar situations ...</td>
<td></td>
</tr>
</tbody>
</table>

This is one of the few norms that directly imposes an obligation upon operators not to discriminate between consumers and end-users. The reasoning of the provision emphasizes that non-discrimination in access to services and terms of use are basic consumer rights, and that Art. 47 sets forth that all consumers and end-users are to benefit from services independent of all prejudices and disadvantageous conditions. The provision does not directly regulate treatment of traffic, however management of consumers’ and end-users’ traffic is surely subject to this requirement of non-discrimination and equal treatment. In that sense, Art. 47 echoes Art. 3(3) of the Regulation (EU) 2015/2120, but surely does not provide a requirement as extensive or as clear in terms of end-users’ rights.
| Art. 48 | The Authority determines the procedures and principles regarding the consumers’ and end users’ access to electronic communications services under equal conditions and regarding the protection of their rights and interests. | Similar to Art. 47 above, Art. 48 emphasizes the consumers’ and end users’ right to access the electronic communication services under equal conditions. The provision is the legal basis of the ICTA’s Regulation on the Consumer Rights in Electronic Communications Sector. |
| Art. 49 | Ensuring transparency and provision of information  
(1) The Authority may impose obligations on the operators regarding service types, quality of service, publishing tariffs and tariff packages and enlightening of subscribers about similar issues with a view to ensure that end users and consumers take maximum benefit of these services and to offer services in conformity with the principle of transparency.  
(2) Operators, without necessarily being requested, shall inform consumers under every circumstance regarding considerations that will affect their decisions especially when they are making choices between services and signing subscriber contracts, as per the principle of good faith. | Transparency is a key concept in the Regulation (EU) 2015/2120. Art. 49 is the legal basis of the ICTA’s requirements concerning transparency. In practice, the ICTA does not allow operators to enforce of any action or condition, which are against the interests of consumers of end-users, except where allowed by the legislation. Therefore, Art. 49 ensures that operators fully disclose the terms and conditions of each of their subscription plans in a comprehensible manner and duly inform or obtain approval, if needed, regarding any changes on the service or pricing. These usually include provision of information concerning data caps or fair usage caps, however, the Turkish provision clearly does not provide the same legal effect as Art. 4 of the Regulation (EU) 2015/2120. |

**Universal Service Law (Law No. 5369)**

| Art. 3 | Below-listed principles shall be taken into account in provision of the universal service and drafting of regulations:  
a) Anyone living in the territory of Republic of Turkey shall benefit | Although the concept of universal service takes its roots from a different necessity, open internet regulations and NN regulations ultimately seek provision of the same quality of internet access for users irrespective of their conditions. These principles underscore |
from the universal service without any discrimination in respect of region and place of residence.

b) The universal service … shall be offered at reasonable prices.

…

d) The universal service shall be provided in pre-determined service quality standards.

e) Continuity is essential in provision of and access to the universal service.

<table>
<thead>
<tr>
<th>Regulation on the Consumer Rights in Electronic Communications Sector</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Art. 5(1)(a)</strong></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
</tbody>
</table>

| Regulation on Access and Interconnection |
| Art. 5(1)(d) | The Regulation regulates rights and obligations of electronic communications operators in relation to access and interconnection. According to the Regulation, requirements for operators include:  
\[ d) \text{Equal treatment to the users and operators who are in equal conditions, provision of access to services in equal conditions for similarly-situated users.} \] | Please see our remarks above. |
| Regulation on Service Quality in Electronic Communications Sector |
| Art. 4(1)(d) | This Regulation regulates the obligations of the operators in electronic communication sector in relation to the quality of the service they provide. One of the main principles set forth by the Regulation is:  
\[ d) \text{Non-discrimination between similarly-situated users and provision of the services in the same quality to similarly-situated users.} \] | Please see our remarks above. |
| Regulation on Tariffs |
| **Art. 5(1)(b)** | This Regulation regulates the tariffs applied to the end-users by the operators including ISPs.  
**Below-listed principles are essential in implementing hereby Regulation:**  
...  
b) Notwithstanding the clear and limited facilitations provided exclusively to the people in need as stated in Article 31-(c) of the Universal Service Law dated 16 June 2005 and numbered 5369, not discriminating between similarly-situated end-users without a just cause, determination of fair and transparent tariffs. | Please see above. |